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PATIENT MONITORING SYSTEMS AND
METHODS

CROSS-REFERENCES TO RELATED
APPLICATIONS

The present application is a Continuation of U.S. appli-
cation Ser. No. 13/139,996, filed on 29 Dec. 2011, which is
a National Stage Application of PCT/US2009/068007, filed
on 15 Dec. 2009, which claims the benefit of U.S. Provi-
sional No. 61/252,410, filed on 16 Oct. 2009, and of U.S.
Provisional 61/158,304, filed on 6 Mar. 2009, and of U.S.
Provisional 61/122,477, filed on 15 Dec. 2008, the entire
contents of which are incorporated herein by reference. A
claim of priority to all is made.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention is related to patient monitoring.
Although embodiments make specific reference to acute
patient monitoring in a hospital ward, the systems, methods
and devices described herein may be applicable to many
applications in which physiological monitoring is used, for
example wireless physiological monitoring for extended
periods.

Patients can be treated for diseases and/or conditions
associated with a compromised status of the patient, for
example a compromised physiologic status. In at least some
instances patients can be placed in a ward to ensure proper
care, such as ward of a convalescent hospital, a nursing
home or a hospital. In some instances, a patient in a ward,
for example a hospitalized patient, may be monitored to
determine the underlying cause of illness. Hospital patients
requiring intensive care may be admitted to an intensive care
unit (hereinafter “ICU”), and hospitalized patients requiring
intensive care can be admitted to a general ward of the
hospital. However, health care costs continue to rise and in
at least some instances people are uninsured, such that
people may be unable to receive proper medical treatment in
at least some instances. ICU care can be very expensive and
ICU space limited, such that ICU care can significantly
increase the cost of hospitalization, and in at least some
instances a person may become very sick before being
admitting to an ICU.

It would be helpful if improved patient monitoring were
available that could at least decrease, or even minimize the
need for ICU care and hospital care. An ICU can include
complex instrumentation and highly trained staff, both of
which may be needed to monitor and treat the patient. In at
least some instances it may not be appropriate to release a
patient from an ICU to a general ward of a hospital due to
limitations of the instrumentation available in the general
ward of a hospital. Also, there may be some patients in the
general ward of a hospital who can benefit from improved
monitoring, for example to detect the onset of a life threat-
ening condition, such that the patient can be treated for the
life threatening condition before ICU care is needed.

Work in relation to embodiments of the present invention
suggests that known methods and apparatus for monitoring
patients in hospital and long term care settings may be less
than ideal. In at least some instances, the currently known
methods and apparatus to monitor several patients in a
hospital ward may be more difficult and time consuming for
hospital staff than would be ideal. At least some of the
known ICU monitoring systems may not be well suited for
use in a general hospital ward. For example at least some of
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the known patient measurement devices may not be config-
ured to measure and transmit data optimally from an ambu-
latory patient, such as may occur with a patient in a general
ward who can wander about the ward. In at least some
instances exercise such as walking may be helpful to the
patient and increase the rate recovery. Although at least
some of the known instrumentation and data systems for use
in the ICU may work well with a stationary patient who
remains in bed, these instrumentation and data systems may
have less then ideal performance when the patient is ambu-
latory and moves about the hospital, for example with
healthy walks for exercise.

Although wireless communication devices may transmit
measured patient data, in at least some instances problems
can arise with mobile patients that may not occur with
stationary patients such as ICU patients. For example when
several mobile patients are monitored communication
through a gateway device may become slow and congested,
such that communication is somewhat slower than ideal. In
at least some instances, important information may not pass
through the gateway to a monitoring site in a timely manner.
Also, at least some of the known methods and devices that
use mesh communication protocols such as ZigBee can
result in communication that is slower than ideal in at least
some instances.

Therefore, a need exists for improved patient monitoring
in patient wards such as wards in a hospital setting. Ideally,
such improved patient monitoring would minimize, or even
avoid, at least some of the short-comings of the present
methods and devices.

2. Background Art

The following U.S. Patents and Publications may describe
relevant background art: U.S. Pat. Nos. 4,121,573; 4,955,
381; 4,981,139; 5,080,099; 5,319,363; 5,353,793; 5,511,
553; 5,544,661; 5,558,638; 5,718,234; 5,724,025; 5,772,
586; 5,862,802; 5,944,659; 6,047,203; 6,117,077, 6,129,
744; 6,213,942; 6,616,606, 6,225,901; 6,385,473; 6,416,
471; 6,454,707, 6,527,711, 6,527,729; 6,544,174; 6,551,
252; 6,595,927, 6,595,929; 6,605,038; 6,616,606; 6,645,
153; 6,659,947, 6,821,249; 6,980,851; 6,988,989; 7,020,
508; 7,054,679; 7,088,242; 7,130,396; 7,153,262; 7,156,
807; 7,336,187; 7,382,247, 2003/0092975; 2004/0100376;
2004/0225199; 2005/0113703; 2005/0131288; 2005/
0206518; 2006/0010090; 2006/0031102; 2006/0074462;
2006/0089679;  2006/0122474;  2006/0142820; 2006/
0155183; 2006/0202816; 2006/0224051; 2006/0235281;
2006/0264730;  2006/0293571;  2007/0015973; 2007/
0038038; 2007/0021678; 2007/0180140; 2007/0180047,
2007/0255120; 2008/0004499; 2008/0058614

BRIEF SUMMARY OF THE INVENTION

The systems, methods and devices of embodiments of the
present invention provide improved patient monitoring in
wards with ambulatory patients, for example in the hospital
setting with ambulatory hospital patients and patients of an
extended care facility such as a convalescent hospital or a
mental hospital. The systems, methods and devices of many
embodiments provide an adherent patient device configured
to adhere to the skin of the patient in which many measure-
ments can be provided for many patients in the ward. The
adherent device can communicate wirelessly with at least
one gateway and a local processor system, such that the
patient can wander about the ward and update the monitor-
ing station with patient data when the patient is ambulatory.
The adherent device can comprise an emergency notification
switch operable by the patient to trigger an emergency
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notification transmission from the adherent device. The
emergency notification transmission can be used to alert a
health-care provider of the patient-initiated emergency noti-
fication. The local processor system can be configured to
customize alerts for the patient, for example to notify
automatically a specialist in response to a special condition
of the patient. The adherent device may comprise a unique
adherent device identifier, and the patient can be associated
with the unique adherent device identifier, for example when
the patient is admitted, such that the customized alert can be
sent based on the unique adherent device identifier. Each of
the gateways may comprise a unique gateway identifier,
such that the unique adherent device identifier and the
gateway identifier can be used to locate an ambulatory
patient in the hospital, for example when the patient has
walked away from his or her bed. The adherent device can
be configured to measure at least one of an electrocardio-
gram data, impedance data, accelerometer data, blood oxy-
gen data or temperature data. In many embodiments, the
gateways comprise communication circuitry configured to
communicate wirelessly to the monitoring station, for
example with a cellular communication protocol, such that
the adherent devices and gateways can be readily deployed
in existing patient wards with existing monitoring stations.
The wireless communication circuitry of the gateways may
be configured to communicate wirelessly directly with com-
munication circuitry of the monitoring station and may also
be configured with a mesh networking protocol so as to
communicate with the monitoring station indirectly through
other gateways when the direct connection with the moni-
toring station circuitry is not available.

In a first aspect, embodiments of the present invention
provide a system to monitor a plurality of patients. The
system comprises a plurality of adherent patient devices, in
which each adherent patient device comprises an adhesive
and wireless communication circuitry. Each device is con-
figured to adhere to a skin of one of the plurality of patients
to measure patient data and support the wireless communi-
cation circuitry. The wireless communication circuitry is
configured to transmit the patient data. A local processor
system comprises a tangible medium and at least one display
disposed at a monitoring station. The local processor system
is configured to receive the patient data and display the
patient data to a user at the monitoring station. A plurality of
gateways is configured to receive the patient data from the
wireless communication circuitry and transmit the patient
data to the local processor system.

In many embodiments, the monitoring station comprises
a nurses’ station, and the user comprises a plurality of
nurses. The at least one display may comprise a central
terminal disposed at the nurses’ station to display the patient
data to the plurality of nurses. The at least one display can
be configured to display a status of each of the plurality of
patients.

In many embodiments, each adherent patient device com-
prises a unique device identifier, and the local processor
system is configured to customize an alert for each adherent
device of the plurality based on the unique device identifier.
Each patient may have a unique patient identifier, and the
local processor system can be configured to associate the
unique device identifier with at least one of the unique
patient identifier, a name of the patient, an assigned room of
the patient or an assigned bed of the patient. For example,
the local processor system may be configured to associate
the unique device identifier with the unique patient identifier
and send the customized alter to the physician in response to
the unique device identifier.
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In many embodiments, the local processor system com-
prises at least one handheld mobile device configured to
customize the alert. The local processor system can be
configured to customize the alerts with at least one of a
physician to notify, a family member to notify or a health
care provider to notify. The local processor system can be
configured to customize the alerts in response to a condition
of the patient and to select a specialized physician to notify
in response to a special condition of the patient. The
specialized physician may comprise at least one of a cardi-
ologist, a nephrologist or an obstetrician, and the specialized
condition may comprise at least one of a heart condition, a
kidney condition or a fetal condition.

In many embodiments, the system comprises a plurality
of alert devices, in which the alter devices comprise at least
one of a light, a beeper, a buzzer, and each of the plurality
of alert devices is located on one or more of the adherent
patient device, the gateway, the monitoring station or an
alarm device coupled to the gateway. For example, the alert
device may comprise the alarm device coupled to the
gateway, and the local processor system may be configured
to activate each alarm device in response to a unique
gateway identifier and a unique adherent device identifier.
Each alert device may comprise a switch to deactivate the
alert device.

In many embodiments, the local processor system com-
prises a front end server connected to the plurality of
gateways, in which the front end server is configured to
receive the patient data from the plurality of gateways and
to show the patient data on the at least one display.

In many embodiments, the system comprises a remote
processor system having a back end server located remote
from the front end server, in which the back end server is
configured to receive at least a portion of the patient data
from the front end server. The local processor system can be
configured to detect an immediate life threatening condition
of the patient and issue an alert in response to the patient
data, and the remote processor system can be configured to
detect a non-immediate life threatening condition of the
patient and issue an alert in response to the patient data. The
immediate life threatening condition may comprise at least
one of an immediate life threatening heart condition or an
immediate life threatening fetal condition, and the non-
immediate life threatening condition may comprise at least
one of a non-life threatening heart condition, a non-life
threatening kidney condition or a non-life threatening fetal
condition. For example, the life immediate threatening con-
dition may comprise the immediate life threatening heart
condition, and the immediate life threatening heart condition
may comprise at least one of a ventricular tachycardia or a
ventricular fibrillation. The non-life threatening condition
may comprise the non-life threatening heart condition, and
the non-life threatening heart condition may comprise at
least one of a non-sustained ventricular tachycardia or an
atrial fibrillation.

In many embodiments, each adherent patient device com-
prises an adherent device processor comprising a tangible
medium configured to process the patient data, and each
gateway comprises a gateway processor comprising a tan-
gible medium configured to process patient data. The local
processor system is configured to process patient data trans-
mitted from the plurality of gateway devices and transmit
processed patient data to a remote processor system.

In many embodiments, each adherent patient device com-
prises a unique patient device identifier, and the local
processor system is configured to store a list with the unique
patient device identifier for each patient device adhered to
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the patient. Each gateway of the plurality of gateways is
configured to communicate with at least one of the plurality
of patient devices in response to the list. Each gateway may
be configured to transmit patient data and the unique patient
device identifier in response to the list.

In many embodiments, the local processor system is
configured to receive the patient data and determine loca-
tions of the plurality of patients when at least some of the
patients are mobile. For example, each gateway can be
positioned at a unique location, and each gateway of the
plurality of gateways may comprise a unique gateway
identifier. Each gateway of the plurality of gateways may be
configured to transmit the unique gateway identifier, the
unique patient device identifier and the patient data to the
local processor system, and the local processor system may
be configured to determine the location of each patient in
response to the unique gateway identifier and the unique
patient device identifier.

In many embodiments, a first portion of the plurality of
gateways is configured to communicate with a first portion
of the plurality of adherent patient devices adhered to a first
portion of the plurality of patients, and a second portion of
the plurality of gateways is configured to communicate with
a second portion of the plurality of adherent patient devices
adhered to a second portion of the plurality of patients. The
first portion of the plurality of gateways may cover a first
area, and the second portion of the plurality of gateways may
cover a second area, in which the first area overlaps sub-
stantially with the second area, such that the first portion of
adherent devices transmit patient data through the first
portion of the plurality of gateways when the first portion of
the plurality of patients roam the second area. The second
portion of adherent devices may transmit patient data
through the second portion of the plurality of gateways when
the second portion of the plurality of patients roam the first
area.

In many embodiments, the first portion of the plurality of
gateways comprises a first unique gateway device list com-
prising the unique identifiers of the first portion of patient
devices, and the second portion of the plurality of gateways
comprises a second unique gateway device list comprising
the unique identifiers of the second portion of patient
devices. The first portion of the plurality of gateways may
comprise at least about five gateways, and the first portion
of the plurality of adherent patient devices may comprise at
least about ten adherent patient devices. The second portion
of' the plurality of gateways may comprise at least about five
gateways, and the second portion of the plurality of adherent
patient devices may comprise at least about ten adherent
patient devices.

In many embodiments, the local processor system is
configured to change the list to an updated list and transmit
at least a portion of the updated list to at least a portion of
the plurality of gateways when one of the plurality of
adherent devices is at least one of adhered to or removed
from one of the patients.

In many embodiments, the adherent patient device com-
prises a plurality of adherent patient devices configured to
adhere simultaneously to the patient on opposite sides of a
chest of the patient to enhance fidelity of data signal mea-
sured from the patient. For example, the plurality of adher-
ent patient devices may comprise a first adherent device
comprising first wireless communication circuitry, and a
second adherent device comprising second wireless com-
munication circuitry. The first adherent device may comprise
a first at least two electrodes to measure a first cardiac vector
on a first side of the chest, and the second adherent device
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may comprise a second adherent device comprising a second
at least two electrodes to measure a second cardiac vector,
the first wireless communication circuitry configured to
transmit the first cardiac vector, the second wireless com-
munication circuitry configured to transmit the second car-
diac vector.

In many embodiments, the adherent patient device com-
prises a GPS receiver to locate the adherent patient device
adhered to the patient.

In many embodiments, at least one of the adherent patient
device, the gateway or the monitoring station comprise a
battery indicator to indicate battery power.

In many embodiments, the plurality of gateways com-
prises a hospital-wide gateway network configured to moni-
tor the plurality of patients when at least some the patients
are ambulatory and roam the hospital.

In many embodiments, each gateway of the plurality of
gateways comprises first wireless communication circuitry
configured to communicate with one or more of the plurality
of adherent patch devices and second wireless communica-
tion circuitry configured to communicate with a transceiver
of the local processor system. Each gateway of the plurality
of gateways can be configured to be carried by a patient of
the plurality of patients.

The gateways can be configured in many ways to com-
municate with the transceiver of the local processor system.
Each gateway of the plurality of gateways may be config-
ured to communicate directly with the transceiver of the
local processor system. For example, each gateway of the
plurality of gateways may be configured to communicate
with a cellular connection to the transceiver of the local
processor system. Alternatively or in combination, each
gateway of the plurality of gateways may be configured to
communicate with at least one other gateway of the plurality
of gateways with a mesh wireless communication protocol,
for example when direct communication is not available.
Many mesh protocols can be used, and the mesh wireless
communication protocol may comprise a ZigBee commu-
nication protocol.

In many embodiments, each gateway of the plurality of
gateways comprises a unique gateway device identifier.
Each gateway of the plurality can be configured to commu-
nicate with at least one other gateway in response to the
unique gateway device identifier of the at least one other
gateway. For example, each gateway of the plurality may
comprise a list of unique gateway device identifiers and each
gateway can be configured to communicate with the at least
one other gateway in response to the list.

The list at each gateway can be configured in many ways
to regulate beneficially the communication among the gate-
ways and maintain the integrity of the network. For
example, the list at each gateway may comprise at least one
unique gateway identifier and at least one of a unique patient
identifier or a unique device identifier. Each gateway can be
configured to communicate with the at least one other
gateway in response to the at least one unique gateway
identifier, and to communicate with one or more of the
plurality of adherent devices in response to the at least one
of the unique patient identifier or the unique adherent device
identifier.

In many embodiments, each gateway of the plurality is
configured to transmit the unique gateway device identifier
with the patient data to determine which gateways transmit
the patient data for each patient to the local processor
system. For example, each gateway of the plurality can be
configured to transmit the unique gateway device identifier
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with the patient data to determine a path of the patient data,
which can be helpful to locate the patient and to evaluate the
integrity of the network.

In many embodiments, each adherent patient device com-
prises impedance circuitry, electrocardiogram circuitry,
accelerometer circuitry, oximetry circuitry and at least one
of a temperature sensor or a heat flux sensor. The impedance
circuitry may be configured to measure patient impedance
data to determine at least one of patient hydration or patient
respiration. The electrocardiogram circuitry may be config-
ured to measure an electrocardiogram data of the patient.
The accelerometer circuitry may be configured to measure
acceleration data of the patient, for example for when the
patient falls and/or for sleep orientation. The oximetry
circuitry may be configured to measure patient blood oxy-
gen, for example a percentage of oxygen saturation. The at
least one of a temperature sensor or a heat flux sensor may
be configured to measure temperature data of the patient.
The wireless communication circuitry may be configured to
transmit the impedance data, the electrocardiogram data, the
accelerometer data, the blood oxygen data, or the tempera-
ture data to at least one gateway of the plurality of gateways.

In many embodiments, at least one of the local processor
system or the processor of the adherent patch device is
configured to trigger an alert in response to at least one of a
patient fall, a patient respiratory distress or a patient oxygen
distress.

In many embodiments, each adherent patient device com-
prises an emergency notification switch operable by the
patient to trigger an emergency notification transmission.
Each adherent patient device can comprise a unique device
identifier, and the patient-initiated emergency notification
transmission can comprise the unique device identifier. The
local processor system can be configured to receive the
patient-initiated emergency notification transmission (di-
rectly and/or as relayed by the plurality of gateways), and
can be configured to identify the originating adherent patient
device in response to the received emergency notification.
Each patient can have a unique patient identifier. The local
processor system can be configured to associate the unique
device identifier of the received emergency notification with
at least one of the unique patient identifier, a name of the
patient, an assigned room of the patient, or an assigned bed
of the patient.

In another aspect, embodiments of the present invention
provide a method of monitoring a plurality of patients. At
least one adherent patient device comprising wireless com-
munication circuitry is adhered to a skin of at least one
patient of the plurality of patients to measure patient data,
such that the wireless communication circuitry is supported
with the skin of the patient. The patient data is transmitted
from the at least one adherent device with the wireless
communication circuitry to at least one gateway. The patient
data is transmitted from the at least one gateway to a local
processor system.

In many embodiments, the local processor system is
configured to send customized alerts in response to the
patient data.

In many embodiments, the at least one adherent device
comprises a plurality of adherent devices in which each of
the adherent devices comprises a unique device identifier,
and the at least one gateway comprises a list of unique
adherent device identifiers. The at least one gateway com-
prises a plurality of wireless communication gateways each
having a unique gateway identifier and the list of unique
adherent device identifiers, and a location of the patient is
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determined in response to the unique adherent device iden-
tifier and the unique gateway identifier when the patient is
ambulatory.

In many embodiments, the patient data are transmitted
with wireless communication from the at least one gateway
to a local processor system. The at least one gateway can be
carried by the at least one patient, for example hand held, on
a belt, in a purse or with clothing of the patient.

The gateway can be configured in many ways to transmit
the patient data to the processor system. At least one
gateway may transmit the patient data directly to a trans-
ceiver of the local processor system. For example, each
gateway of the plurality of gateways can be configured to
communicate with a cellular connection to the transceiver of
the local processor system. Alternatively or in combination,
the at least one gateway may communicate with at least one
other gateway with a mesh wireless communication proto-
col, such that the patient data can be transmitted indirectly
from the gateway to the local processor system with the at
least one other gateway.

In many embodiments, the method of monitoring a plu-
rality of patients further comprises transmitting an emer-
gency notification from one of the at least one adherent
patient device in response to the patient operating an emer-
gency notification switch on the adherent patient device to
trigger the emergency notification transmission. The emer-
gency notification can be transmitted to the at least one
gateway, and the method can further comprise transmitting
the emergency notification from the at least one gateway to
the local processor system. Each adherent patient device can
comprise a unique device identifier, and the patient-initiated
emergency notification can comprise the unique device
identifier. The method can further comprise indicating the
originating adherent device by the local processor system in
response to the received emergency notification. Each
patient can have a unique identifier. The method can further
comprise indicating by the local processor system in
response to the received emergency notification at least one
of the unique patient identifier, a name of the patient, an
assigned room of the patient, or an assigned bed of the
patient.

In another aspect, embodiments of the present invention
provide a method of monitoring a plurality of patients. First
patient data are transmitted from a first patient measurement
device on a first patient to a first gateway with wireless
communication. The first patient data are transmitted from
the first gateway to a transceiver of a local processor system
with a first wireless communication link. Second patient
data from a second patient measurement device on a second
patient are transmitted to a second gateway with wireless
communication. The second patient data are transmitted
from the second gateway to the first gateway in response to
decoupling of the second gateway with the transceiver. The
first gateway may transmit the second patient data to the
transceiver of the local processor system with the first
wireless communication link.

In many embodiments, the second gateway is initially
coupled directly to the transceiver and decoupled from the
second transceiver in response to movement of the second
patient.

In another aspect, embodiments of the present invention
provide a system to monitor a plurality of patients. A
plurality of patient measurement devices is configured to
measure patient data from a plurality of patients and transmit
the patient data. A local processor system comprising a
tangible medium and at least one display is disposed at a
monitoring station. The local processor system comprises a
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transceiver configured to receive the patient data and display
the patient data to a user at the monitoring station. A plurality
of gateways is configured to receive the patient data from the
plurality of patient measurement devices. Each gateway is
configured to couple with at least one of the patient mea-
surement devices and transmit the patient data to the local
processor system. FEach of the gateways is configured to
couple directly with the transceiver of the processor system
when the transceiver signal is suitable for coupling and to
couple with another gateway of the plurality when the
transceiver signal is weak.

The transceiver of the local processor system may be
configured for placement at the monitoring station.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1A shows a patient and a monitoring system for
monitoring a plurality of patients, in which the monitoring
system comprises adherent devices configured to adhere to
the skin of the plurality of patients, according to embodi-
ments of the present invention;

FIG. 1A1 a patient monitoring system as in FIG. 1A
configured to monitor patients admitted to a hospital ward;

FIG. 1A1-1 a patient monitoring system as in FIGS. 1A
and 1A1, in which many of the patients carry hand held
portable gateway configured to pair with the patient;

FIG. 1A2 shows the patient monitoring system of FIGS.
1A and 1A1 with a plurality of gateways, in which each
gateway is configured to transmit data in response to a list
of allowed patient devices;

FIG. 1A2-1 shows the patient monitoring system as in
FIGS. 1A to 1A2, in which each gateway is configured to
transmit data to the monitoring station with a wireless mesh
networking standard in response to a list of allowed patient
devices corresponding to patients of the ward.

FIG. 1A2-2 shows the patient monitoring system as in
FIGS. 1A2-1, in which the gateways establish communica-
tion with each other in response to a weak signal between a
first gateway and the monitoring station.

FIG. 1A3 shows a master approved patient device list and
corresponding gateway approved patient device lists for the
patient monitoring system of FIGS. 1A and 1A2;

FIG. 1A3-1 shows a master approved patient device list
and corresponding lists of allowed patient devices and
allowed gateways for each gateway of the patient monitor-
ing system as in FIGS. 1A-1 to 1A3;

FIG. 1A4 shows an updated master approved patient
device list and corresponding updated gateway approved
patient device lists for the patient monitoring system of
FIGS. 1A, 1A1 and 1A2;

FIG. 1A4-1 shows an updated master approved patient
device list and corresponding updated lists stored on the
tangible medium of each gateway, in which each of the
gateways is configured to communicate with the adherent
devices of a plurality of patients and in which the gateways
are configured to communicate with each other with a mesh
network for the system as in FIGS. 1A to 1A4;

FIG. 1B shows a bottom view of the adherent device as
in FIG. 1A comprising an adherent patch;

FIG. 1C shows a top view of the adherent patch, as in FIG.
1B;

FIG. 1D shows a printed circuit boards and electronic
components over the adherent patch, as in FIG. 1C;

FIG. 1D1 shows an equivalent circuit that can be used to
determine optimal frequencies for determining patient
hydration, according to embodiments of the present inven-
tion;
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FIG. 1E shows batteries positioned over the printed
circuit board and electronic components as in FIG. 1D;

FIG. 1F shows a top view of an electronics housing and
a breathable cover over the batteries, electronic components
and printed circuit board as in FIG. 1E;

FIG. 1G shows a side view of the adherent device as in
FIGS. 1A to 1F,

FIG. 1H shown a bottom isometric view of the adherent
device as in FIGS. 1A to 1G;

FIGS. 11 and 1J show a side cross-sectional view and an
exploded view, respectively, of the adherent device as in
FIGS. 1A to 1H;

FIG. 1K shows at least one electrode configured to
electrically couple to a skin of the patient through a breath-
able tape, according to embodiments of the present inven-
tion;

FIG. 1L shows a plurality of adherent patient devices
simultaneously adhered to the patient, in accordance with
embodiments of the present invention;

FIG. 2 shows a method of monitoring patients, according
to embodiments of the present invention; and

FIG. 3 shows a method of monitoring patient data includ-
ing the transmission of data from a plurality of patient worn
devices with a plurality of gateways in response to an
approved device list in accordance with the methods of FIG.
2.

FIG. 3-1 shows detail of the method of transmitting data
from the gateway to the server as in FIG. 3.

DETAILED DESCRIPTION OF THE
INVENTION

Embodiments of the present invention relate to patient
monitoring. Although embodiments make specific reference
to acute patient monitoring in a hospital, the system methods
and device described herein may be applicable to any
application in which physiological monitoring is used, for
example wireless physiological monitoring for extended
periods.

Embodiments comprise a system to monitor patients in a
hospital ward with a dedicated wireless intranet. The system
may comprise a monitoring station, for example a central
monitoring station (CMS), and a plurality of patient mea-
surement devices, for example a plurality of N adherent
patient devices adhered to a plurality of N patients. The
CMS may comprise a low power transceiver comprising a
digital two way radio so as to communicate with the
adherent patient devices. Each adherent patient device can
measure patient physiological data such as heart rate, imped-
ance based respiration, impedance based hydration and
accelerometer signals, which are sent to the CMS. Each
adherent patient device can be configured to pair with
additional patient measurement devices, for example a
weight scale, blood pressure cuff, and implanted measure-
ment devices. The patients can be ambulatory and walk in
the hospital ward with the adherent patch devices and
transmit patient data to the CMS. At least some of the
patients and the devices adhered to the patients may be out
of range of the CMS radio. These out of range adherent
devices can transmit data to the CMS through an adherent
device that is in range of the CMS radio, for example with
a first hop from the out of range adherent device to the in
range adherent device and a second hop from the in range
adherent device to the CMS. The adherent devices and CMS
radio may comprise the dedicated intranet and may employ
a known mesh protocol, for example ZigBee, which is the
name of a specification for a suite of high level communi-
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cation protocols using small, low-power digital radios based
on the IEEE 802.15.4-2006 standard for wireless personal
area networks (WPANs). Each of the adherent devices can
be configured to dynamically change the route of the data
from the adherent device to the monitoring station as the
patients walk around the hospital.

Each patient may carry a gateway device that is separate
from the adherent device, for example a belt worn device, in
which each adherent device transmits patient data wirelessly
from the adherent device to the gateway device on the
patient and then with wireless communication from the
gateway to the CMS. The communication from the gateway
to the CMS may comprise direct communication with the
CMS or indirect communication with the CMS. The gate-
way device of each patient that is within range of the CMS
may communicate directly with the CMS, and the gateway
device of each patient that is out of range of the CMS may
communicate indirectly with the CMS using the gateway
device of another patient that is in range of the CMS to
transmit data to the CMS. Each of the adherent patient
devices may comprise a unique device identifier transmitted
with the patient data to identify the patient from whom that
data originated, and each gateway device may comprise an
unique gateway identifier to identify the communication
route to the CNS. The adherent devices may comprise
circuitry to locate the ambulatory patients, for example GPS
circuitry, such that the patients are easy to find when a life
threatening event occurs such as a heart attack.

Embodiments of the present invention comprise an in-
hospital monitoring system, that can provide ICU-level
monitoring to patients in general wards. A variety of physi-
ological variables can be continuously monitored and pro-
vided to hospital staff with accompanying alerts/alarms.
Depending on sensors of the device adhered to the patient,
increasing monitoring levels can be provided from minimal
monitoring, for example of a single patient variable such as
heart rate, to advanced monitoring substantially similar
intensive care ward monitoring. The system can provide a
variety of customized alerts upon detection of a physiologi-
cal event such as cardiac arrhythmias, heart failure status,
renal disorders, low blood oxygen, fetal disorders. The
system can also provide the ability for a monitored patient
to initiate an emergency notification transmission from the
adherent device by operating an emergency notification
switch on the adherent device. The emergency notification
switch can take many forms, for example, a mechanical
switch, an electrical switch, an optical switch, a proximity
sensor, a push button, a capacitive sensor, or many devices
operable by the patient to generate a signal so as to trigger
a transmission of an emergency notification from the adher-
ent device. The patient-initiated emergency notification
transmission can be processed by the system to generate an
appropriate alert.

Although the system can be configured in many ways, the
system components can include: an adherent patient device;
a gateway device; an alarm; a central terminal; a front end
server; and a back end server. The adherent patient device
may comprise a patch of breathable material, for example
breathable tape, such that the adherent patient device can be
adherent to the patient with the patch of breathable material.
The adherent patch can be configured to support the elec-
tronics circuitry for measuring patient data and communi-
cation circuitry to transmit that data when the patch is
adhered to the patient.

The wireless adhesive patient device can be configured to
be placed and adhered on the patient’s chest with the patch.
The patch device can comprise the capability to monitor at
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least one of the following physiological signals: heart
rhythm, respiration, activity, and body fluid, pulse oximetry,
or temperature. The adherent patient device can also com-
prise an emergency notification switch operable by the
patient to trigger an emergency notification transmission
from the adherent patient device.

The gateway device, which wirelessly communicates with
the adherent patch device to download and transmit physi-
ological data. Data transmission may occur via at least one
of'a wired phone line, internal hospital network (wireless or
wired intranet), or internet (either wireless or wired).

Each gateway device can be configured to transmit data
from the patient device to the backend server system at the
remote site, for example through the front end server. The
gateway may comprise a list of approved adherent patient
devices. The data transmitted from the adherent patient
device may be controlled with a list, for example a list of
approved devices, to control the flow of data through the
gateways and maintain integrity of the gateways. Each
gateway can be stationary and configured to transmit a
gateway identifier with the patient data, such that the patient
can be located in response to the gateway identifier and the
location of the gateway in the hospital.

The alarm device can be mounted on or around the outside
of the patient’s room, such that the alarm is visible and/or
audible to hospital staff.

The central terminal can be placed, for example, at the
ward’s nurses’ station. The central terminal can be web-
enabled, and access patient data via a web browser. This
terminal can be used to: 1) associate the patch device with
the patient and/or with the patient’s room/bed; 2) associate
the patch device with the appropriate alarm targets: pager,
cell phone, etc; 3) display the status of all patients in the
ward, highlighting any relevant alerts; 4) display vital signs
of monitored patients; and 5) display any patient emergency
notification(s) transmitted from the adherent patient
device(s). The central terminal may comprise the front end
server.

The front end server can be located at the central terminal
and can store patient data for the patients in the ward. The
front end server may comprise a server with hospital data for
the patients and can be in communication with additional
servers that store patient data from other locations in the
hospital, for example radiology and/or imaging data.

The backend server can receive patient data from the
gateway, for example via the front end server, and perform
data analysis. The back end server can issue alerts by
communicating with the gateway device, central terminal,
and/or alarm targets.

System deployment may occurs as follows. All rooms in
a ward can be equipped with stationary gateway devices and
alarm devices. When patients arrive in the ward, they can be
issued a patch device with an individual serial number. The
central terminal can be used to associate the patch device
with the patient and/or with the patient’s room/bed number.
The patient device may also be associated with appropriate
alarm targets (pager, cell phone, etc.) The patient device can
be applied by hospital personnel to the patient’s chest, and
additional locations on the patient can be used. Data analysis
can occur on at least one of the following: the adherent
patient device, the gateway, the central terminal, and the
backend server. When data analysis occurs primarily on the
patient device, the data analysis may be of low computa-
tional intensity (for example, arrhythmia detection with a
rate cutoff in the absence of activity).

The alerts may comprise one or more of the following. A
light, beeper, and/or buzzer located on the adherent patient
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device. For example, the alarm may be manually deactivated
with a button on the adherent patient device. A light, beeper,
and/or buzzer located on the gateway device. The alarm may
be manually deactivated with a button on the gateway
device. A light, beeper, and/or buzzer can be located on the
alarm device. The alarm may be manually deactivated with
a button on the alarm device. A display, light, beeper, and/or
buzzer can be located with the central terminal. The alerts
can be issued to associated alarm targets. Additional alert
targets can include a physician on call at the ward, and many
specialists who may be on call, in response to the physi-
ological signals measured with the adherent patient device.

The monitoring system and adherent patient device can be
configured in many ways, based on the needs of the patient.
In some embodiments, a dual patient device system can be
employed with two or more adherent patient devices
adhered to the patient, for example with patches device
placed on opposite sides of the chest for enhanced data
signal fidelity. The patch device, gateway, and/or central
terminal may include a battery indicator and/or low battery
alert when the stored energy of the battery of the patch
device is low.

The system can be configured to locate the patient in the
hospital. For example, the patch device may include a GPS
receiver to allow for patch device localization, which may
obviate a need to associate the patch device with a ward/
room/bed. Also hospital-wide gateway network can be con-
figured to allow patients to roam the hospital while being
monitored, and the gateway network can be configured to
locate the patient in response to pairing of the gateway with
the patient.

The patient adherent device is configured to measure
patient data. Many devices that transmit wireless data
through a gateway can be incorporated with embodiments.
For example, a gateway device can receive data from at least
one patient worn device, for example a plurality of patient
worn devices. Examples of patient worn devices that can be
used to transmit wireless data include known wearable
devices such as a Holter monitor or ambulatory electrocar-
diography device. The patient device may comprise one or
more adherent devices simultaneously adhered to the
patient, for example with a first adherent device adhered to
a chest of the patient to measure patient physiology and a
second adherent device adhered to a limb of the patient to
measure patient movement, for example as described in U.S.
Pat. App. No. 61/055,656, filed on May 23, 2008, entitled
“Adherent Device for Sleep Disordered Breathing”. The
patient device may also comprise one or more of a plurality
of patient worn device that are sequentially placed on the
patient to measure physiologic status of the patient, for
example as described in U.S. Pat. App. Nos. 60/972,537,
filed on Sep. 14, 2007; 61/055,666, filed May 23, 2008; Ser.
No. 12/209,288, filed Sep. 12, 2008; entitled “Adherent
Device with Multiple Physiological Sensors”. The patch
device can be continuously adhered to the patient for an
extended period of at least one week, for example for two
weeks, when the patient is admitted to the hospital.

In specific embodiments, an adherent patient device com-
prises an adherent patch device which is configured to
adhere to the skin of the patient with an adherent patch, for
example breathable tape, to measure patient data. The device
may comprise impedance circuitry coupled to at least four
electrodes and can be configured to measure at least one of
patient hydration or respiration, for example to detect sleep
apnea and/or hypopnea. The impedance circuitry may be
used to measure hydration of the patient, which can be
useful evaluating the physiologic status of the patient, for
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example in combination with the detected sleep apnea
and/or hypopnea. An accelerometer can be mechanically
coupled to the adherent patch such that the accelerometer
can be coupled to and move with the skin of the patient,
thereby providing an accurate and reliable measurement of
the orientation and/or activity of the patient, which can be
helpful in determining that the patient is asleep. The accel-
erometer can be mechanically coupled to the adherent patch
such that the accelerometer can detect motion of the jaw
and/or legs. Electrocardiogram circuitry to generate an elec-
trocardiogram signal may be coupled to at least two of the
at least four electrodes, such that the sleep apnea and/or
hypopnea can be detected in response to a heart rate vari-
ability from the electrocardiogram signal.

Embodiments of the present invention can be used to
transmit important data relevant to patients with health
conditions. For example, decompensation is failure of the
heart to maintain adequate blood circulation. Although the
heart can maintain at least some pumping of blood, the
quantity is inadequate to maintain healthy tissues. Several
symptoms can result from decompensation including pul-
monary congestion, breathlessness, faintness, cardiac palpi-
tation, edema of the extremities, and enlargement of the
liver. Cardiac decompensation can result in slow or sudden
death. Sudden Cardiac Arrest (hereinafter “SCA”), also
referred to as sudden cardiac death, is an abrupt loss of
cardiac pumping function that can be caused by a ventricular
arrhythmia, for example ventricular tachycardia and/or ven-
tricular fibrillation. Although decompensation and SCA can
be related in that patients with decompensation are also at an
increased risk for SCA, decompensation is primarily a
mechanical dysfunction caused by inadequate blood flow,
and SCA is primarily an electrical dysfunction caused by
inadequate and/or inappropriate electrical signals of the
heart.

The adherent patient device may be worn continuously for
at least seven days, for example 14 days, and then replaced
with another patch. Adherent devices with comfortable
patches that can be worn for extended periods and in which
patches can be replaced and the electronics modules reused
are described in U.S. Pat. App. Nos. 60/972,537, entitled
“Adherent Device with Multiple Physiological Sensors™;
and 60/972,629, entitled “Adherent Device with Multiple
Physiological Sensors”, both filed on Sep. 14, 2007, the full
disclosures of which have been previously incorporated
herein by reference. In many embodiments, the adherent
patch comprises a tape, which comprises a material, pref-
erably breathable, with an adhesive, such that trauma to the
patient skin can be minimized while the patch is worn for the
extended period. The printed circuit board may comprise a
flex printed circuit board that can flex with the patient to
provide improved patient comfort.

FIG. 1A shows a patient P and a monitoring system 10 for
monitoring a plurality of patients. Patient P comprises a
midline M, a first side S1, for example a right side, and a
second side S2, for example a left side. Monitoring system
10 comprises an adherent patient device 100. Adherent
patient device 100 can be adhered to a patient P at many
locations, for example thorax T of patient P. In many
embodiments, the adherent device may adhere to one side of
the patient, from which side data can be collected. Work in
relation with embodiments of the present invention suggests
that location on a side of the patient can provide comfort for
the patient while the device is adhered to the patient. In some
embodiments, the adherent patient device may have a
rechargeable electronics module 101B, and may use dual
battery and/or electronics modules, wherein one module can
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be recharged using a charging station while the other module
is placed on the adherent patch with connectors. In some
embodiments, the intermediate device 102 may comprise the
charging module, data transfer, storage and/or transmission,
such that one of the electronics modules can be placed in the
intermediate device for charging and/or data transfer while
the other electronics module is worn by the patient.

Monitoring system 10 includes components to transmit
data to a local monitoring station 103 and a remote center
106. The local monitoring station 103 can be located in the
hospital with the patient, for example at a nurses station
comprising a central terminal. Remote center 106 can be
located in a different building from the patient, for example
in the same town as the patient, and can be located as far
from the patient as a separate continent from the patient, for
example the patient located on a first continent and the
remote center located on a second continent. Adherent
patient device 100 can communicate wirelessly to an inter-
mediate device 102, for example with a single wireless hop
from the adherent device on the patient to the intermediate
device. Intermediate device 102 comprises a communication
gateway. Intermediate device 102 comprising the commu-
nication gateway can communicate with remote center 106
with a connection 104 in many ways. For example, connec-
tion 104 may comprise at least one of an internet connection,
a cellular connection, or a low power industrial science and
medical (hereinafter “ISM”) digital radio, for example Zig-
Bee radio and protocol or Bluetooth radio and protocol.

In many embodiments, monitoring system 10 comprises a
distributed processing system with at least one processor
comprising a tangible medium of device 100, at least one
processor 102P of intermediate device 102, and at least one
processor 103P at local monitoring station 103, at least one
processor 106P at remote center 106, each of which proces-
sors can be in electronic communication with the other
processors. Each of the at least one processors may comprise
a processor system. For example, at least one processor
102P may comprise a processor system, at least one pro-
cessor 103P may comprise a processor system, and at least
one processor 106P may comprise a processor system. At
least one processor 102P comprises a tangible medium
102T, and tangible medium 102T may be configured so as to
comprise a list 1061, of approved devices and/or device
identifiers. The list 106L is used to control and/or limit
which adherent devices communicate with intermediate
device 102. At least one processor 103P comprises a tangible
medium 103T, and tangible medium 103T may be config-
ured so as to comprise a master list 103 of approved device
identifiers for each adherent device deployed on a patient in
the hospital. At least one processor 106P comprises a tan-
gible medium 1067, and tangible medium 106T may be
configured so as to comprise a master list 1061, of approved
device identifiers, for several hospitals. The master list
and/or components of the master list 1031 and the master list
106L. can be transmitted to tangible medium 102T from
processor 106P so as to control which devices are allowed
to communicate with intermediate device 102, which may
comprise an intermediate gateway device.

Local processor 103P may comprise a front end server
located at the monitoring station. Monitoring station 103 can
be in communication with a health care provider 103 A with
a communication system 103A1, such as the Internet, an
intranet, phone lines, wireless and/or satellite phone, a local
area network, WiFi, ISM, BlueTooth, or ZigBee. Commu-
nication system 103A1 may comprise at least one of a pager
device, a personal digital assistant, a cellular phone or an
alarm, for example an alarm at the monitoring station.
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Health care provider 103A, for example a nurse or caregiver,
can immediate physical access to patient P, for example by
walking from the monitoring station to the patient’s room, as
indicated by arrow 103 A2. Local monitoring station 103 can
be in communication with a health care professional, for
example a physician 103B located in the hospital, with a
communication system 103B1, such as the Internet, an
intranet, phone lines, wireless and/or satellite phone, a
personal digital assistant, or a pager. Communication system
103B1 may comprise at least one of a pager device, a
personal digital assistant, a cellular phone or an alarm, for
example an alarm at the monitoring station. Physician 103B
can have immediate access to patient P, for example by
walking from the monitoring station to the patient’s room.
Local monitoring station 103 can be in communication with
an emergency responder 103C, for example ICU personnel
and code blue responders located in the hospital. A commu-
nication system 103C1 may be used to reach the emergency
responder, and communication system 103C1 may comprise
at least one of a pager device, a personal digital assistant, a
cellular phone or an alarm, for example an alarm at the
monitoring station. Emergency responder 108C can travel to
the patient as indicated by arrow 103C2, for example to
revive the patient. Thus, in many embodiments, monitoring
system 10 comprises a closed loop system in which patient
care can be monitored and implemented from the local
monitoring station in response to signals from the adherent
device.

Remote processor 106P may comprise a backend server
located at the remote center. Remote center 106 can be in
communication with a health care provider 108A with a
communication system 107A, such as the Internet, an
intranet, phone lines, wireless and/or satellite phone. Health
care provider 108 A, for example a family member, nurse or
caregiver, can be in communication with patient P with a
communication system, for example with a two way com-
munication system, as indicated by arrow 109A, for example
by cell phone, email, landline. Remote center 106 can be in
communication with a health care professional, for example
a physician 108B, with a communication system 107B, such
as the Internet, an intranet, phone lines, wireless and/or
satellite phone. Physician 108B can be in communication
with patient P with a communication, for example with a two
way communication system, as indicated by arrow 109B, for
example by cell phone, email, landline. Remote center 106
can be in communication with an emergency responder
108C, for example a 911 operator and/or paramedic, with a
communication system 107C, such as the Internet, an
intranet, phone lines, wireless and/or satellite phone. Emer-
gency responder 108C can travel to the patient as indicated
by arrow 109C. Thus, in many embodiments, monitoring
system 10 comprises a closed loop system in which patient
care can be monitored and implemented from the remote
center in response to signals from the adherent device.

In many embodiments, the adherent device may continu-
ously monitor physiological parameters, communicate wire-
lessly with a remote center, and provide alerts when neces-
sary. The system may comprise an adherent patch, which
attaches to the patient’s thorax and contains sensing elec-
trodes, battery, memory, logic, and wireless communication
capabilities. In some embodiments, the patch can commu-
nicate with the remote center, via the intermediate device in
the patient’s home. In some embodiments, remote center
106 receives the patient data and applies a patient evaluation
algorithm, for example an algorithm to calculate the apnea
hypopnea index. When a flag is raised, the center may
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communicate with the patient, hospital, nurse, and/or phy-
sician to allow for therapeutic intervention.

The adherent device may be affixed and/or adhered to the
body in many ways. For example, with at least one of the
following: an adhesive tape, a constant-force spring, sus-
penders around shoulders, a screw-in microneedle electrode,
a pre-shaped electronics module to shape fabric to a thorax,
a pinch onto roll of skin, or transcutaneous anchoring. Patch
and/or device replacement may occur with a keyed patch
(e.g. two-part patch), an outline or anatomical mark, a
low-adhesive guide (place guidelremove old patchiplace
new patchlremove guide), or a keyed attachment for chatter
reduction. The patch and/or device may comprise an adhe-
siveless embodiment (e.g. chest strap), and/or a low-irrita-
tion adhesive for sensitive skin. The adherent patch and/or
device can comprise many shapes, for example at least one
of'a dog bone, an hourglass, an oblong, a circular or an oval
shape.

System 10 can perform the following functions: initiation,
programming, measuring, storing, analyzing, communicat-
ing, predicting, and displaying. The adherent device may
contain a subset of the following physiological sensors:
bioimpedance, respiration, respiration rate variability, heart
rate (ave., min., max.), heart rhythm, heart rate variability
(HRV), heart rate turbulence (HRT), heart sounds (e.g. S3),
respiratory sounds, blood pressure, activity, posture, wake/
sleep, orthopnea, temperature/heat flux, and weight. The
activity sensor may comprise one or more of the following:
ball switch, accelerometer, minute ventilation, HR,
bioimpedance noise, skin temperature/heat flux, BP, muscle
noise, posture.

The adherent device can wirelessly communicate with
remote center 106. The communication may occur directly
(via a cellular or Wi-Fi network), or indirectly through
intermediate device 102. Intermediate device 102 may com-
prise multiple devices, which can communicate wired or
wirelessly to relay data to remote center 106.

In many embodiments, instructions are transmitted from
remote site 106 to a processor supported with the adherent
patch on the patient, and the processor supported with the
patient can receive updated instructions for the patient
treatment and/or monitoring, for example while worn by the
patient.

FIG. 1A1 shows a patient monitoring system 10 as in FIG.
1A configured to monitor patients admitted to a hospital
ward HW. The patient P is shown ambulatory near local
monitoring station 103, for example a nurses’ central moni-
toring station. Local monitoring station 103 comprises a
central terminal CT and the local processor 103P comprising
the front end server, as described above. The front end server
is configured to communicate with a plurality of adherent
patient devices, such as such as adherent device 100. The
central terminal CT comprises a plurality of central terminal
displays CTD, which may comprise a plurality of computer
displays, to show patient data from the adherent devices at
the local monitoring station 103. The plurality of central
displays may also be configured to display the status of the
patient devices adhered to patients, for example configured
to display at least one of a battery power level or a status of
a connection of the device to the patient. The local processor
103P is coupled to the remote center 106 comprising the
remote processor 106P, as described above.

The local monitoring station can be configured to admit
patient P to the hospital ward and to associate adherent
device 100 with patient P. A nurse N can use the processor
system to admit patient P to the hospital ward. The local at
least one processor 103P may comprise a processor system
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with the front end server and at least one hand held processor
device 103HD, such as a personal digital assistant (herein-
after “PDA”), such that the nurse can admit the patient. The
at least one hand held processor device 103HD may com-
prise a touch screen display, wireless communication cir-
cuitry to communicate with the adherent device and the front
end server, and a processor comprising a tangible computer
memory medium such as random access memory (herein-
after “RAM”), flash RAM, a hard drive and read only
memory. For example nurse N can hold the at least one hand
held processor device 103HD when patient P is admitted to
the hospital, and the device 103HD held by the nurse can
transmit a unique adherent device identifier when the adher-
ent device is adhered to the patient. The at least one hand
held processor device 103HD may comprise many known
PDA devices such as at least one of an iPhone™, a Black-
berry™, or a tablet PC.

The adherent patient device can be configured to pair with
the at least one hand held processor device 103HD in
response to the adherent device being adhered to the skin of
the patient. For example, the adherent patient device can be
configured to turn on when the patient device is adhered to
the patient as described in U.S. 60/972,336; 61/046,196; Ser.
No. 12/209,276; and Ser. No. 12/209,274; the full disclo-
sures of which have been previously incorporated by refer-
ence. The pairing of the adherent patient device with the at
least one hand held processor device 103HD can make it
easier for the nurse to associate the adherent patient device
with the patient, for example when the unique device
identifier of the adherent patient device is transmitted with
wireless communication from the patient device to the local
processor system.

The nurse, or other hospital staff, can associate the adher-
ent patient measurement device with the patient in many
ways. For example, adherent device 100 may comprise a
unique adherent device identifier such as a hexadecimal
serial number, and serial number of the adherent device can
be associated with the patient, for exampled keyed to the
patient, such that the serial number of the adherent device
corresponds to the patient. The unique adherent device
identifier can be entered into the local processor system in
many ways, for example by at least one of wireless com-
munication from the adherent device, transmission from the
back end server, optical scanning, radiofrequency identifi-
cation (hereinafter “RFID”), data entry from a key board, or
selection from a list. The patient may have a unique patient
identifier, and the patient may be assigned the unique
identifier when the patient is admitted to the ward or before.
The unique patient identifier can be provided to the local
processor system in many ways, for example similar to the
unique adherent device identifier. The unique patient iden-
tifier can be used to associate the patient with at least some
aspects of the ward, for example the room of the patient, the
gateway of the patient and the bed of the patient. As the
adherent device identifier is unique, the alerts can be based
on the adherent device and may also be based on the unique
patient identifier, such as a unique hexadecimal number.

The patient specific alerts sent in response to patient data
from the patch can be customized, for example at the
monitoring station. The customized alerts can include alerts
from the backend end server of the remote center, and also
alerts from the monitoring station. For example, the local
processor system can include a calendar of physician sched-
ules, and can automatically update the alert to the physician
who is present at the ward. The alert can also be customized
based on the condition of the patient. For example, when the
patient is diagnosed to have heart trouble or suspected heart
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trouble, the alter can be customized to alert a cardiologist,
for example a cardiologist who present at the hospital based
on the physician schedules and date and time. The processor
system can also be configured to alert a treating physician in
response to the kind of problem the patient has. For example
if the patient shows edema in response to impedance mea-
surements, a nephrologist can be sent an alert in response to
the change in tissue resistance, for example a decrease. As
a decrease in tissue resistance can also indicate an impend-
ing cardiac decompensation the cardiologist who is present
at the hospital of the ward can be sent an alert in response
to the measured decrease in tissue resistance.

The general ward includes a plurality of patient rooms, for
example room R1, room R2, room R3, room R4, room R5
and room R6. Each room may comprise at least one patient
bed, for example two beds. Room R1 comprises a first bed
B1A and a second bed B1B. Room R2 comprises a first bed
B2A and a second bed B2B. Room R3 comprises a first bed
B3 A and a second bed B3B. Room R4 comprises a first bed
B4A and a second bed B4B. Room R5 comprises a first bed
B5A and a second bed B5B. Room R6 comprises a first bed
B6A and a second bed B6B. At least one gateway may be
located in each room. For example, room R1 may have a
gateway 102A. Room R2 may have a gateway 102B. Room
R3 may have a gateway 102C. Room R4 may have a
gateway 102D. Room R5 may have a gateway 102E. Room
R6 may have a gateway 102F.

An alarm can be located for each room and coupled to
each gateway. For example, an alarm Al can be located at
the entrance to room R1 and coupled to gateway 102A. An
alarm A2 can be located at the entrance to room R2 and
coupled to gateway 102B. An alarm A3 can be located at the
entrance to room R3 and coupled to gateway 102C. An
alarm A4 can be located at the entrance to room R4 and
coupled to gateway 102D. An alarm A5 can be located at the
entrance to room RS and coupled to gateway 102E. An alarm
A6 can be located at the entrance to room R6 and coupled
to gateway 102F.

Each of the alarms may have a patient specific alert
associated with the patient assigned to a bed in the ward, for
example alarm Al can have a patient specific alert A1A for
the patient assigned to bed B1A, and a patient specific alert
A1B for the patient assigned to bed B1B. Alarm A2 can have
a patient specific alert A2A for the patient assigned to bed
B2A, and a patient specific alert A2B for the patient assigned
to bed B2B. Alarm A3 can have a patient specific alert A3A
for the patient assigned to bed B3 A, and a patient specific
alert A3B for the patient assigned to bed B3B. Alarm A4 can
have a patient specific alert A4A for the patient assigned to
bed B4A, and a patient specific alert A4B for the patient
assigned to bed B4B. Alarm A5 can have a patient specific
alert ASA for the patient assigned to bed B5A, and a patient
specific alert ASB for the patient assigned to bed B5B.
Alarm A6 can have a patient specific alert AGA for the
patient assigned to bed B6A, and a patient specific alert A6B
for the patient assigned to bed B6B. Each of the alarms may
comprise a switch, for example a button, to manually
deactivate the alarm device, for example a button on each of
alarm Al, A2, A3, A4, A5 and AG.

Each of the patients may be ambulatory, and system 10
can be configured to monitory ambulatory patients, such that
the ambulatory patient can be located and the data can be
transmitted to the front end server in a controlled manner.
Patient PA can be assigned to bed B1A of room R1, and
gateway 102A can be configured to pair with patient PA.
Patient PD can be assigned to bed B2A of room R2, and
gateway 102B can be configured to pair with patient PB.
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Patient PC can be assigned to bed B3A of room R3, and
gateway 102C can be configured to pair with patient PC.
Patient PD can be assigned to bed B4A of room R4, and
gateway 102D can be configured to pair with patient PD.
Additional gateways and beds can be similarly assigned to
patients admitted to the ward.

The unique identification number of each adherent patient
device can be used to locate each ambulatory patient in the
ward, and each adherent device can be configured to pair
with more than of the gateways in the ward to transmit
patient data when the patient wanders about the ward. For
example, the adherent patient devices and the gateways can
each be configured to include the unique identifier, and each
adherent device can be configured to pair with the nearest
allowed gateway with the strongest signal when the patient
wanders out of range of a paired gateway. Patient PA is
shown wearing adherent device 100A1 configured to pair
with gateways 102A, 102B and 102C. When patient PA is
nearest gateway 102A of allowed gateways 102A, 102B and
102C, adherent device 102A1 can pair with gateway 102A.
Patient PB is shown wearing adherent device 100B1 con-
figured to pair with gateways 102A, 102B and 102C. When
patient PB is nearest gateway 102B of allowed gateways
102A, 102B and 102C, adherent device 102B1 can pair with
gateway 102B. Patient PC is shown wearing adherent device
100C1 configured to pair with gateways 102A, 102B and
102C. When patient PC is nearest gateway 102B of allowed
gateways 102A, 102B and 102C, adherent device 102C1 can
pair with gateway 102B. Patient PD is shown wearing
adherent device 100D1 configured to pair with gateways
102D, 102E and 102F. When patient PD is nearest gateway
102F of allowed gateways 102E, 102F and 102G, adherent
device 102D1 can pair with gateway 102F. For example,
patient PD can undergo cardiac arrest requiring immediate
resuscitation, and can be located near gateway 102F based
on the unique gateway identifier transmitted from patch
100D1 and the unique adherent device identifier correspond-
ing to adherent device 100D1 which is associated with
patient PD. The at least one processor 103P, for example of
the front end server, can trigger an alarm at alarm A6
corresponding to a code blue alarm, and monitoring station
103 can display an alarm and the location of patient PD near
gateway 102F of room R6, even though the patient has been
assigned to room R4. The cardiologist on call for patient PD,
ICU staff, and other alert targets can also be notified with
alerts when the code blue alarm is triggered for patient PD,
for example with a customized alert configured when the
patient is admitted to the hospital ward.

FIG. 1A1-1 a patient monitoring system as in FIGS. 1A
and 1A1, in which many of the patients carry hand held
portable gateway configured to pair with the patient. The
portable hand held gateways can be carried in many ways by
the patient, for example with wrist band, attached to a belt,
in a purse, or on a strap around the patient’s wrist. Gateway
102A comprises a portable hand held gateway that patient
100A can carry. Gateway 102B comprises a portable hand
held gateway that patient 100B can carry. Gateway 102C
comprises a portable hand held gateway that patient 100C
can carry. Gateway 102D comprises a portable hand held
gateway that patient 100D can carry. Patient 100D is shone
lying prone and having fallen and dropped his gateway
102D, such that patient 100D requires urgent care. As some
parts of the ward may have walls that include metal, steel
and rebar, the gateways can switch to a mesh network
protocol to transmit the patient data to the monitoring station
103 when a direct wireless link to transceiver located at the
monitoring station is not available.
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Monitoring station 103 may comprise wireless commu-
nication circuitry 103WC configured to communicate with
the portable handheld gateways. Wireless communication
circuitry 103C comprises a transceiver configured to com-
municate with the gateways. Wireless circuitry 103C is
coupled to at least one processor 103P located near the
monitoring station. For example, wireless communication
circuitry 103C can be located in the same room as moni-
toring station 103 and at least one processor 103P of the
front end server, such that wireless communication circuitry
103C can be readily connected to the processor of the
monitoring station.

FIG. 1A2 shows monitoring a plurality of patients with
monitoring system 10. The plurality of patients comprises at
least two patients, for example a first patient PA, a second
patient PB, a third patient PC and a fourth patient PD. Each
of the plurality of patients has at least one device adhered or
implanted into the patient to measure patient data. Interme-
diate device 102 comprises a plurality of at least two
intermediate devices, for example a first intermediate device
comprising a first gateway 102A, a second intermediate
device comprising a second gateway 102B, a third interme-
diate device comprising a third gateway 102C; and a fourth
intermediate device comprising a fourth gateway 102D.
Each of the plurality of intermediate devices may comprise
an approved patient device list that controls communication
of the device with the gateway. For example first gateway
102A comprises a first approved device list 102AL. Second
gateway 102B comprises a second approved device list
102BL. Third gateway 102C comprises a third approved
device list 102CL. Fourth gateway 102D comprises a fourth
approved device list 102DL. Each gateway allows the
patient device to communicate with the back end server
system at the remote center 106 when the device is on the
approved device list, and each gateway may exclude com-
munication with the backend server system at the remote
center 106 when the patient device is not identified on the
approved device list for the gateway. Remote center 106
comprises a master approved device 106L list that comprises
each patient device approved for each gateway.

Each gateway may comprise a processor comprising a
tangible medium configured to determine when the device is
on the approved patch list. For example, first gateway 102A
comprises a first processor 102AP. Second gateway 102B
comprises a second processor 102BP. Third gateway 102C
comprises a third processor 102CP. Fourth gateway 102D
comprises a fourth processor 102DP.

Each of gateways 102A, 102B, 102C and 102D can send
data to remote center 106 through each of connections 104 A,
104B, 104C and 104D, respectively. Connections 104A,
104B, 104C and 104D may be, for example, a wireless
connection, a cellular connection, a ZigBee connection, a
BlueTooth connection, an Internet connection, an intranet
connection, a wired connection, a cable connection or the
like. The connection between the gateway and the backend
server may comprise a dedicated connection when the
gateway is paired to the adherent patient device, for example
a dedicated cellular connection from a phone number dialed
by the gateway.

More than one patient device can correspond to each
patient. For example, a box of adherent patches can be
provided for each patient, and each patch may comprise a
unique identifier which is associated with the patient so as to
correspond to the patient. The adherent patches can be
adhered to the patient sequentially. For example, a first patch
may be replaced after about one week with a second patch
from the box. In some embodiments, a patient may have
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more than one patch simultaneously adhered to the patient,
for example to measure data at two or more separate
locations on the patient.

System 10 comprises a first plurality of patches for first
patient PA, a second plurality of patches for second patient
PB, a third plurality of patches for patient PC and a fourth
plurality of patches provided for patient PD. The first
plurality of adherent devices comprises adherent devices
100A1,100A2,100A3 and 100A4. Each of adherent devices
100A1, 100A2, 100A3 and 100A4 are configured to adhere
to a patient, for example patient PA. The second plurality of
adherent devices comprises adherent devices 100B1, 100B2,
100B3 and 100B4. Each of adherent devices 100B1, 100B2,
100B3 and 100B4 are configured to adhere to a patient, for
example patient PB. The third plurality of adherent devices
comprises adherent devices 100C1, 100C2, 100C3 and
100C4. Each of adherent devices 100C1, 100C2, 100C3 and
100C4 are configured to adhere to a patient, for example
patient PC. The fourth plurality of adherent devices com-
prises adherent devices 100D1, 100D2, 100D3 and 100D4.
Each of adherent devices 100D1, 100D2, 100D3 and 100D4
are configured to adhere to adhere to a patient, for example
patient PD.

As noted above, each adherent device may have a device
identifier, for example a unique device identifier such as a
serial number. The device identifier can be transmitted with
the patient data so as to allow the remote server system to
identify the device. The device identifier may be encrypted.
The adherent devices can be manufactured with a device
identifier built into them, for example a device identifier
stored in EPROM or non-volatile storage.

Each of gateways 102A, 102B, 102C, and 102D may each
include an approved patient device list, such as a list of
approved patient device serial numbers, and/or range of
approved patient device identifiers. Each adherent patient
device may transmit the device identifier to any gateway
within range of the wireless communication signal trans-
mitted by the adherent device.

When a specific adherent device is in the list and/or within
the range of device identifiers of a specific gateway, the
gateway can “pair” to the specific adherent device, such that
data is transmitted from the adherent device to the backend
server system at remote center 106. For example, patient
data from one of the adherent devices can be transmitted to
remote center 106, which may comprise the backend server
or system. When the patient device is paired to the gateway,
the gateway can provide a dedicated connection to from the
gateway to the backend server system, such that the com-
munication channel integrity is maintained.

Each device can pair with at least one of the gateways, in
response to the approved list of the gateway. Each of
adherent devices 100A1, 100A2, 100A3 and 100A4 may
pair with the intermediate device comprising gateway 102A
with pairing 100A1P, 100A2P, 100A3P and 100A4P, respec-
tively, in response to approved patient device list 102AL. As
noted above, the pairing can be sequential, for example
when one of the adherent devices replaces a prior adherent
device after an extended period of about one week. Each of
adherent devices 100B1, 100B2, 100B3 and 100B4 may pair
with the intermediate device comprising gateway 102B with
pairing 100B1P, 100B2P, 100B3P and 100B4P, respectively,
in response to approved patient device list 102BL. Each of
adherent devices 100C1, 100C2, 100C3 and 100C4 may pair
with the intermediate device comprising gateway 102C with
pairing 100C1P, 100C2P, 100C3P and 100C4P, respectively,
in response to approved patient device list 102CL. Each of
adherent devices 100D1, 100D2, 100D3 and 100D4 may
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pair with the intermediate device comprising gateway 102D
with pairing 100D1P, 100D2P, 100D3P and 100D4P, respec-
tively, in response to approved device list 102DL.

Each of the adherent devices can communicate with the
backend server when paired to the intermediate device
comprising the gateway. Each of adherent devices 100A1,
100A2, 100A3 and 100A4 may be in paired electronic
communication with the intermediate device comprising
gateway 102A and transmit data to the backend server at
remote center 106 when paired. Each of adherent devices
100B1, 100B2, 100B3 and 100B4 may be in sequential
paired electronic communication with the intermediate
device comprising gateway 102B and transmit data to the
backend server at remote center 106 when paired. Each of
adherent devices 100C1, 100C2, 100C3 and 100C4 may be
in sequential paired electronic communication with the
intermediate device comprising gateway 102C and transmit
data to the backend server at remote center 106 when paired.
Each of adherent devices 100D1, 100D2, 100D3 and 100D4
may be in electronic communication with the intermediate
device comprising gateway 102D and transmit data to the
backend server at remote center 106 when paired.

Although the pairing of the patient device to the gateways
can occur in many ways, the protocol for pairing of each of
the adherent devices with each of the gateways can be
similar. For example, when adherent patient device 100A1
communicates with gateway 100A, adherent patient device
100A1 can be configured transmits its serial number SN to
gateway 100A. The processor of gateway 102A may query
approved device list 102AL and performs logic operations.
If the serial number of device 100A is in the approved
patient list 102AL, then device 100A will be allowed to pair
with gateway 102A to send data to remote center 106. When
the serial number of device 100A is not in the approved
patient list 102AL, device 100A is excluded from pairing
with gateway 102. In many embodiments, when device
100A pairs with gateway 102 to send data to remote center
106, gateway 102 adds the device identifier of device 100A
to a packet of data from gateway 102 so that remote center
106 detect pairing between device 100A and gateway 102.
Similar protocols can be used to transmit data for additional
patient devices and gateways.

As the pairing of each device with the gateway is con-
trolled with the approved patient device list, one interme-
diate device can be allowed to communicate with a plurality
of patient devices for a plurality of patients. For example, the
second intermediate device comprising second gateway
102B can be configured to communicate with device 100A1
when approved device list 102BL. comprises the identifier
for device 100A1 for first patient PA. The first intermediate
device comprising first gateway 102A can be configured to
communicate with device 100B1 when approved device list
102AL comprises the identifier for device 100B1 for second
patient PB. With such a configuration, patient devices
100C1-100C4 for patient PC and patient devices 100D1-
100D4 for patient PD can be excluded from paired commu-
nication the first intermediate device comprising gateway
102A and the second intermediate device comprising gate-
way 102B. Such configurations can be helpful when patients
are mobile, for example in a ward of a hospital where many
patient devices can be within range of a gateway device.

The gateways configured to pair with devices in response
to the approved patch list allows for great flexibility in
controlling the communication. For example, the adherent
device can be paired to either zero or one gateway, in
response to the approved patch list at each gateway, while a
single gateway may be paired with many adherent patches.
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For example, a gateway using a Bluetooth connection may
have at least 8 simultaneous connections for 8 adherent
devices from 8 patients. The adherent patient device may
actively search for a gateway to pair with, for example by
searching and sorting gateway signals from strongest to
weakest and stopping the search process when the adherent
patient device has paired with the gateway with the strongest
signal and in which the approved device list allows com-
munication.

The gateways configured to pair with devices in response
to the approved patch list allows for the communication to
be controlled dynamically with dynamic updating of the
approved device list. For example gateway 102A may com-
prise an approved device list 102AL which may be sent from
remote center 106 or another server through two-way con-
nection 104A. Approved device list 102AL may comprise,
for example, a binary file, a hexadecimal file, an ASCII file
or an encrypted file stored on tangible medium. Approved
device list 102AL may comprise a list of serial numbers of
approved adherent devices. Approved device list 102AL can
be dynamic. For example, the list of serial numbers of
approved adherent devices of list 102AL. may change and/or
be updated at any time, for example, with instructions from
the backend server located at remote center 106. List 102AL
may be sent from remote center 106 at any time to instruct
a gateway 102A as to which adherent devices to pair with.
For example, the list can be updated when a new patch is
applied to a patient and/or when a patient is supplied with a
box of adherent devices. In some instances, the gateway can
be located in the patient’s home and the list updated when
the patient is sent home with a box of patches and gateway.

Each of gateways 102A, 102B, 102C, and 102D may have
its own device identifier, for example a unique device
identifier such as a serial number. The device identifier may
be encrypted. Gateways 102A, 102B, 102C, and 102D can
be manufactured with a device identifier built into them, for
example a device identifier stored in EPROM or non-volatile
storage. An adherent device and a gateway may be config-
ured to exchange a link key so as to pair the gateway with
the patient device.

Although FIG. 1A2 shows four patients PA, PB, PC and
PD, each with a set of four adherent devices configured to
attached to him or her, many patients, for example at least
100 patients, and many gateways, for example at least 25
gateways, may be provided.

FIG. 1A2-1 shows the patient monitoring system of FIGS.
1A to 1A2, in which each gateway is configured to transmit
patient data to the monitoring station with a wireless mesh
networking standard in response to a list of allowed patient
devices corresponding to patients of the ward. Gateway
102A is configured couple to wireless communication cir-
cuitry 103WC of monitoring station with direct wireless
communication 104A1. Gateway 102B is configured couple
to wireless communication circuitry 103WC of monitoring
station with direct wireless communication 104B1. Gateway
102C is configured couple to wireless communication cir-
cuitry 103WC of monitoring station with direct wireless
communication 104C1. Gateway 102D is configured couple
to wireless communication circuitry 103WC of monitoring
station with direct wireless communication 104D1.

The direct wireless communication may comprise at least
one of direct cellular communication or indirect communi-
cation with a mesh protocol. For example each of gateway
104 A, gateway 104B, gateway 104C and gateway 104D can
be configured to establish a cellular connection, which can
be beneficial when direct communication is available and
high data transmission rate throughput is beneficial. Alter-
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natively or in combination, each of gateway 104A, gateway
104B, gateway 104C and gateway 104D can be configured
to establish a mesh network to transmit data to monitoring
station 103, such that at least some of the data transmission
comprises indirect communication from one gateway to at
least one other gateway and from the at least one other
gateway to the transceiver of the monitoring station. The
mesh network protocol can be beneficial when a cellular
connection may not be available, and in situations where
data transmission rate is not critical.

The mesh network protocol can establish communication
among the gateways with connections extending between
the gateways. Wireless mesh network communication can
include direction communication from one gateway to
another. The mesh network protocol may comprise bidirec-
tional communication, for example such that the adherent
devices can receive instructions to collect and transmit data
from at least one of the monitoring station or the back end
server. A wireless connection 104BA may extend from
gateway 102B to gateway 102A. A wireless connection
104CB may extend from gateway 102C to gateway 102B. A
wireless connection 104DC may extend from gateway 102D
to gateway 102C. Additional connections can be established
among the gateways, for example with a ZigBee protocol.

FIG. 1A2-2 shows the patient monitoring system as in
FIGS. 1A2-1, in which the gateways establish communica-
tion with each other in response to a weak signal between a
first gateway and the monitoring station. Direct connection
104C1 is not available to gateway 102C, for example due to
a weak signal, for example due to the patient wandering out
of range or an obstruction such as a wall with steel or
substantial multipath interference. Gateway 102C estab-
lishes communication with gateway 102B in response to the
weak signal. Connection 104BC is shown established
between gateway 102B and gateway 102C.

The mesh network can be configured for many wireless
connections among the gateways to transmit patient data to
the monitoring station. For example, if a direct communi-
cation with circuitry 103WC is not available to gateway
102B, gateway 102B can transmit patient data from gateway
102C to gateway 102A. Alternatively or in combination,
gateway 102C may establish communication directly with
gateway 102A and transmit patient data from patient PC
directly to gateway 102A.

FIG. 1A3 shows master approved patient device list 106
and first approved patient device list 102AL transmitted to
first gateway 102A, second approved patient device list
102BL transmitted to second gateway 102B, third approved
patient device list 102CL transmitted to third gateway 102C,
and fourth approved patient device list 102DL transmitted to
fourth gateway 102D. The master approved patient device
list 1061, may comprise a field for each of a unique patient
identifier, unique patient device identifier and a unique
gateway identifier. The master list may comprise an entry
with the unique patient device identifier, the unique gateway
identifier and the unique patient device identifier for each
patient device, for example patient PTA with patient device
100A1 and gateway 102A.

Connections from the backend server at the remote site
can update the list at each gateway to dynamically control
communication with the patient devices at each gateway.
The backend server at remote center 106 can use connection
104A from remote center 106 to gateway 102A to dynami-
cally update list 102AL at gateway 102A. Connection 104B
from remote center 106 to gateway 102B can similarly be
used to dynamically update list 102BL at gateway 102B.
Connection 104C from remote center 106 to gateway 102C
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can also be used to dynamically update list 102CL at
gateway 102C. The backend server at remote center 106 can
use connection can also use connection 104D from remote
center 106 to gateway 102D to dynamically update list
102DL at gateway 102D.

As shown in FIG. 1A3, one entry may include: a unique
patient identifier PTA associated with a unique device iden-
tifier 100A1 and a unique gateway identifier 102A. Other
entries include: a unique patient identifier PTA associated
with a unique device identifier 100A2 and a unique gateway
identifier 102A; a unique patient identifier PTA associated
with a unique device identifier 100A3 and a unique gateway
identifier 102A; a unique patient identifier PTA associated
with a unique device identifier 100A4 and a unique gateway
identifier 102A; a unique patient identifier PTB associated
with a unique device identifier 100B1 and a unique gateway
identifier 102B; a unique patient identifier PTB associated
with a unique device identifier 100B2 and a unique gateway
identifier 102B; a unique patient identifier PTB associated
with a unique device identifier 100B3 and a unique gateway
identifier 102B; a unique patient identifier PTB associated
with a unique device identifier 100B4 and a unique gateway
identifier 102B; a unique patient identifier PTC associated
with a unique device identifier 100C1 and a unique gateway
identifier 102C; a unique patient identifier PTC associated
with a unique device identifier 100C2 and a unique gateway
identifier 102C; a unique patient identifier PTC associated
with a unique device identifier 100C3 and a unique gateway
identifier 102C; a unique patient identifier PTC associated
with a unique device identifier 100C4 and a unique gateway
identifier 102C; a unique patient identifier PTD associated
with a unique device identifier 100D1 and a unique gateway
identifier 102D; a unique patient identifier PTD associated
with a unique device identifier 100D2 and a unique gateway
identifier 102D; a unique patient identifier PTD associated
with a unique device identifier 100D3 and a unique gateway
identifier 102D; and a unique patient identifier PTD asso-
ciated with a unique device identifier 100D4 and a unique
gateway identifier 102D.

The approved patient device lists and the master list can
be configured in many ways. For example, the approved
patient device list at each gateway may comprise master
approved device list 1061 such that the list at each gateway
is the same and the processor at each gateway compares the
gateway identifier to the patients on the master list that
correspond to the gateway identifier.

As shown in FIG. 1A3, the approved patient device list at
each gateway may include the unique patient device iden-
tifiers and a unique patient identifier. Gateway 102A com-
prises list 102AL. List 102AL comprises unique device
identifiers 100A1, 100A2, 100A3, and 100A4 for each
device given to the patient corresponding to unique patient
identifier PTA. Gateway 102B comprises list 102BL. List
102BL comprises unique patient device identifiers 100B1,
100B2, 100B3, and 100B4 for each device given to the
patient corresponding to the unique patient identifier PTB.
Gateway 102C comprises list 102CL. List 102CL comprises
the unique patient device identifiers 100C1, 100C2, 100C3,
and 100C4 for each device given to the patient correspond-
ing to the unique patient identifier PTA. Gateway 102D
comprises list 102DL. List 102DL comprises unique patient
device identifiers 100D1, 100D2, 100D3, and 100D4 for
each device given to the patient corresponding to the unique
patient identifier PTD.

In some embodiments, the adherent patient devices may
comprise a digital communication protocol similar ZigBee,
which forms a web or mesh of devices, such that the patient
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wireless data can hop from one adherent device to a neigh-
boring adherent device and then to a gateway to transmit
patient data. When the data transmission hops through
intermediate neighboring adherent devices, the unique iden-
tifier of each intermediate adherent device through which the
data travels can be appended to the data packet such that the
location of the patient can be determined based on the
unique adherent device identifiers and the gateway identi-
fiers of the adherent devices and gateways through which the
data is sent to the front end server. At least some of the
adherent patient devices, for example intermediate devices,
may include a GPS device to determine the location of the
patient from whom the data originated.

The gateways may also comprise mobile gateways such
that each patient can carry his or her gateway when walking.
The mobile gateway may transmit the patient data wirelessly
to the front end server. The adherent device may include a
GPS device to determine the location of the patient from
whom the data originated.

FIG. 1A3-1 shows a master approved patient device list
and corresponding lists of allowed patient devices and
allowed gateways for each gateway of the patient monitor-
ing system as in FIGS. 1A-1 to 1A3. The list stored on the
tangible medium of each gateway may be configured such
that the gateways can communicate with each other in a
mesh network configuration. List 102AL includes a list of
allowed gateways. The list of allowed gateways may include
a unique gateway identifier for each gateway of the moni-
toring system, or selected gateways of the monitoring sys-
tem. The processor of the gateway may be configured to
communicate only with the gateways on the list, such that
communication among the gateways can be limited such that
the integrity of the network can be maintained. For example,
the gateways can be configured as a mesh network in
response to the list. List 102AL includes unique gateway
identifiers corresponding to gateways 102B, 102C and
102D. List 102BL includes unique gateway identifiers cor-
responding to gateways 102A, 102C and 102D. List 102CL
includes unique gateway identifiers corresponding to gate-
ways 102A, 102B and 102D. List 102DL includes unique
gateway identifiers corresponding to gateways 102A, 102B
and 102C. Each of the gateway may communicate with any
gateway on the list.

The lists comprising the unique patient device identifiers
and unique gateway identifiers can be used with the gate-
ways, such that the configuration of the network can be
controlled with great flexibility. As each of the gateways can
communicate with the patient devices and other gateways in
response to the list, the list stored on the tangible medium at
each gateway can be updated so that the configuration of the
network can be controlled with great flexibility. As the
unique patient device identifier list of each gateway may
correspond to one patient, each patient may have his or her
own gateway to transmit patient data. The pairing of the
gateways to each other may also be controlled with the list.
For example, the list can be configured such that the
gateways cannot communicate with each other and so that
each gateway transmits patient data directly to the monitor-
ing station.

FIG. 1A4 shows master list 1061 updated to a second
configuration from a first configuration shown in FIG. 1A3,
so as to accommodate additional devices and/or to remove
devices from the list and to disable communication of the
devices removed from the list. The list at each gateway can
be updated in response to the updated master list. There may
be more than one unique patient device identifier for a given

20

35

40

45

55

60

28

unique patient identifier, and there may be only one unique
patient device identifier for a given unique patient identifier.

Master list 106L. can be updated to allow a plurality of
patient devices to communicate with each gateway, for
example four patient devices. For example, entries of the
updated master approved patient device list 106l may
include: a unique patient identifier PTA, a unique device
identifier 100A1, and a unique gateway identifier 102A; a
unique patient identifier PTE, a unique device identifier
100E1, and a unique gateway identifier 102A; a unique
patient identifier PTI, a unique device identifier 10011, and
a unique gateway identifier 102A; a unique patient identifier
PTM, a unique device identifier 100M1, and a unique
gateway identifier 102A; a unique patient identifier PTB, a
unique device identifier 100B1, and a unique gateway iden-
tifier 102B; a unique patient identifier PTF, a unique device
identifier 100F1, and a unique gateway identifier 102B; a
unique patient identifier PTJ, a unique device identifier
100J1, and a unique gateway identifier 102B; a unique
patient identifier PTN, a unique device identifier 100N1, and
a unique gateway identifier 102B; a unique patient identifier
PTC, a unique device identifier 100C1, and a unique gate-
way identifier 102C; a unique patient identifier PTG, a
unique device identifier 100G1, and a unique gateway
identifier 102C; a unique patient identifier PTK, a unique
device identifier 100K1, and a unique gateway identifier
102C; a unique patient identifier PTO, a unique device
identifier 10001, and a unique gateway identifier 102C; a
unique patient identifier PTD, a unique device identifier
100D1, and a unique gateway identifier 102D; a unique
patient identifier PTH, a unique device identifier 100H1, and
a unique gateway identifier 102D; a unique patient identifier
PTL, a unique device identifier 10011, and a unique gate-
way identifier 102D; and a unique patient identifier PTP, a
unique device identifier 100P1, and a unique gateway iden-
tifier 102D.

The list at each gateway can be updated in response to the
master list to allow a plurality of patient devices to com-
municate with each gateway, for example two three, and four
our more devices per gateway. For example, each gateway
may include a plurality of entries for unique patient device
identifiers and unique device identifiers in response to the
updated master list 106L.. For example, gateway 102A
comprises updated list 102AL. comprising unique device
identifier 100A1, 100E1, 10011, and 100M1 for unique
patient identifier PTA, PTE, PTI, and PTM, respectively.
Gateway 102B comprises updated list 102BL. comprising
unique device identifier 100B1, 100F1, 100J1, and 100N1
for unique patient identifier PTB, PTF, PTJ, and PTN,
respectively. Gateway 102C comprises updated list 102CL
comprising unique device identifier 100C1, 100G1, 100K1,
and 10001 for unique patient identifier PTC, PTG, PTK, and
PTO. Gateway 102D comprises updated list 102DL com-
prising unique device identifier 100D1, 100H1, 100L.1, and
100P1 for unique patient identifier PTD, PTH, PTL, and
PTP, respectively.

System 10 can be configured for mobile patients in many
ways and may also be configured to accommodate many
patients and/or beds per gateway. For example, each gate-
way on a first side of the ward can be configured to allow
patients assigned to beds from the same side of the ward.
Each of gateways 102A, 102B and 102C may each comprise
the same list of adherent patient devices and/or patients, and
each of gateways 102D, 102E and 102F, as described above,
may each comprise the same list of adherent patient devices
and/or patients. Each of list 102AL., 102BL and 103CL may
each comprise unique patient identifiers PTA, PTE, PTI,
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PTM, PTB, PTF, PTJ, PTN, PTC, PTG, PTK, PTO corre-
sponding to unique adherent device identifiers 100A1,
100E1, 10011, 100M1, 100B1, 100F1, 100J1, 100N1,
100C1, 100G1, 100K1, 10001, respectively. Gateways
102E and 102F may comprise lists similar to list 102D, so
as to allow the patients to be located when roaming the ward.
For example, the list of allowed devices of each of gateways
102D, 102E and 102F may comprise unique patient identi-
fiers PTD, PTH, PTL and PTP corresponding to unique
adherent device identifiers 100D1, 100H1, 10011, 100P1.

FIG. 1A4-1 shows an updated master approved patient
device list 1061, and corresponding updated lists stored on
the tangible medium of each gateway, in which each of the
gateways is configured to communicate with the adherent
devices of a plurality of patients and in which the gateways
are configured to communicate with each other with a mesh
network for the system as in FIGS. 1A to 1A4. Each of the
adherent devices may pair directly with one or more of the
gateways having the unique identifier stored on the gateway
corresponding to the adherent device, for example with a
Bluetooth protocol.

List 102AL of gateway 102A comprises unique patient
device identifiers corresponding to patient PTA, patient
PTE, patient PTI and patient PTM, such that gateway 102A
can communicate with the devices adhered to patient PTA,
patient PTE, patient PTT and patient PTM when patient PTA
carries gateway 102A about the ward. List 102AL of gate-
way 102A comprises unique gateway identifiers correspond-
ing to gateway 102B, gateway 102C and gateway 102D,
such that gateway 102A can form a mesh network, for
example with a ZigBee communication protocol, with gate-
way 102B, gateway 102C and gateway 102D, for example
when one or more of the allowed gateways is unable to
establish direct communication with the monitoring station.

List 102BL of gateway 102B comprises unique patient
device identifiers corresponding to patient PTB, patient PTF,
patient PTJ and patient PTN, such that gateway 102B can
communicate with the devices adhered to patient PTB,
patient PTF, patient PTJ and patient PTN when patient PTB
carries gateway 102B about the ward. List 102BL of gate-
way 102B comprises unique gateway identifiers correspond-
ing to gateway 102A, gateway 102C and gateway 102D,
such that gateway 102B can form a mesh network, for
example with a ZigBee communication protocol, with gate-
way 102A, gateway 102C and gateway 102D, for example
when one or more of the allowed gateways is unable to
establish direct communication with the monitoring station.

List 102CL of gateway 102C comprises unique patient
device identifiers corresponding to patient PTC, patient
PTG, patient PTK and patient PTO, such that gateway 102C
can communicate with the devices adhered to patient PTC,
patient PTG, patient PTK and patient PTO when patient
PTC carries gateway 102C about the ward. List 102CL of
gateway 102C comprises unique gateway identifiers corre-
sponding to gateway 102A, gateway 102B and gateway
102D, such that gateway 102C can form a mesh network, for
example with a ZigBee communication protocol, with gate-
way 102A, gateway 102B and gateway 102D, for example
when one or more of the allowed gateways is unable to
establish direct communication with the monitoring station.

List 102DL of gateway 102D comprises unique patient
device identifiers corresponding to patient PTD, patient
PTH, patient PTL and patient PTP, such that gateway 102D
can communicate with the devices adhered to patient PTD,
patient PTH, patient PTL and patient PTP when patient PTD
carries gateway 102D about the ward. List 102DL of gate-
way 102D comprises unique gateway identifiers correspond-
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ing to gateway 102A, gateway 102B and gateway 102C,
such that gateway 102D can form a mesh network, for
example with a ZigBee communication protocol, with gate-
way 102A, gateway 102B and gateway 102C, for example
when one or more of the allowed gateways is unable to
establish direct communication with the monitoring station.

FIG. 1B shows a bottom view of adherent patient device
100 as in FIG. 1A comprising an adherent patch 110. Each
of the adherent patient devices described above may be
similar to adherent patch 100. Adherent patch 110 comprises
a first side, or a lower side 110A, that is oriented toward the
skin of the patient when placed on the patient. In many
embodiments, adherent patch 110 comprises a tape 110T
which is a material, preferably breathable, with an adhesive
116A. Patient side 110A comprises adhesive 116A to adhere
the patch 110 and adherent patient device 100 to patient P.
Electrodes 112A, 112B, 112C and 112D are affixed to
adherent patch 110. In many embodiments, at least four
electrodes are attached to the patch, for example six elec-
trodes. In some embodiments, the patch comprises two
electrodes, for example two electrodes to measure the elec-
trocardiogram (ECG) of the patient. Gel 114A, gel 114B, gel
114C and gel 114D can each be positioned over electrodes
112A, 112B, 112C and 112D, respectively, to provide elec-
trical conductivity between the electrodes and the skin of the
patient. In many embodiments, the electrodes can be affixed
to the patch 110, for example with known methods and
structures such as rivets, adhesive, stitches, etc. In many
embodiments, patch 110 comprises a breathable material to
permit air and/or vapor to flow to and from the surface of the
skin.

FIG. 1C shows a top view of the adherent patch 100, as
in FIG. 1B. Adherent patch 100 comprises a second side, or
upper side 110B. In many embodiments, electrodes 112A,
112B, 112C and 112D extend from lower side 110A through
adherent patch 110 to upper side 110B. An adhesive 116B
can be applied to upper side 110B to adhere structures, for
example a breathable cover, to the patch such that the patch
can support the electronics and other structures when the
patch is adhered to the patient. The PCB may comprise
completely flex PCB, rigid PCB, rigid PCB combined flex
PCB and/or rigid PCB boards connected by cable.

FIG. 1D shows a printed circuit boards and electronic
components over adherent patch 110, as in FIG. 1A to 1C.
In some embodiments, a printed circuit board (PCB), for
example flex printed circuit board 120, may be connected to
electrodes 112A, 112B, 112C and 112D with connectors
122A, 122B, 122C and 122D. Flex printed circuit board 120
can include traces 123A, 123B, 123C and 123D that extend
to connectors 122A, 122B, 122C and 122D, respectively, on
the flex PCB. Connectors 122A, 122B, 122C and 122D can
be positioned on flex printed circuit board 120 in alignment
with electrodes 112A, 112B, 112C and 112D so as to
electrically couple the flex PCB with the electrodes. In some
embodiments, connectors 122A, 122B, 122C and 122D may
comprise insulated wires and/or a film with conductive ink
that provide strain relief between the PCB and the elec-
trodes. For example, connectors 122A, 122B, 122C and
122D may comprise a flexible polyester film coated with
conductive silver ink. In some embodiments, additional
PCB’s, for example rigid PCB’s 120A, 120B, 120C and
120D, can be connected to flex printed circuit board 120.
Electronic components 130 can be connected to flex printed
circuit board 120 and/or mounted thereon. In some embodi-
ments, electronic components 130 can be mounted on the
additional PCB’s.
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Electronic components 130 comprise components to take
physiologic measurements, transmit data to remote center
106 and receive commands from remote center 106. In many
embodiments, electronics components 130 may comprise
known low power circuitry, for example complementary
metal oxide semiconductor (CMOS) circuitry components.
Electronics components 130 comprise an activity sensor and
activity circuitry 134, impedance circuitry 136 and electro-
cardiogram circuitry, for example ECG circuitry 136. In
some embodiments, electronics circuitry 130 may comprise
a microphone and microphone circuitry 142 to detect an
audio signal from within the patient, and the audio signal
may comprise a heart sound and/or a respiratory sound, for
example an S3 heart sound and a respiratory sound with
rales and/or crackles.

Electronics circuitry 130 may comprise a temperature
sensor and a heat flux sensor, for example a thermistor in
contact with the skin of the patient and a heat flux sensor in
contact with the skin of the patient, both of which are
coupled to temperature circuitry 144 to measure a skin
temperature and heat flux of the patient to determine a core
temperature of the patient. The temperature circuitry may be
used to determine the sleep and wake state of the patient.
The temperature of the patient can decrease as the patient
goes to sleep and increase when the patient wakes up.

Work in relation to embodiments of the present invention
suggests that skin temperature may effect impedance and/or
hydration measurements, and that skin temperature mea-
surements may be used to correct impedance and/or hydra-
tion measurements. In some embodiments, increase in skin
temperature or heat flux can be associated with increased
vaso-dilation near the skin surface, such that measured
impedance measurement decreased, even through the hydra-
tion of the patient in deeper tissues under the skin remains
substantially unchanged. Thus, use of the temperature sensor
can allow for correction of the hydration signals to more
accurately assess the hydration, for example extra cellular
hydration, of deeper tissues of the patient, for example
deeper tissues in the thorax.

Electronics circuitry 130 may comprise a processor 146.
Processor 146 comprises a tangible medium, for example
read only memory (ROM), electrically erasable program-
mable read only memory (EEPROM) and/or random access
memory (RAM). Processor 146 may comprise many known
processors with real time clock and frequency generator
circuitry, for example the PIC series of processors available
from Microchip, of Chandler, Ariz. In some embodiments,
processor 136 may comprise the frequency generator and
real time clock. The processor can be configured to control
a collection and transmission of data from the impedance
circuitry electrocardiogram circuitry and the accelerometer.
In many embodiments, device 100 comprise a distributed
processor system, for example with multiple processors on
device 100.

Electronics circuitry 130 may comprise additional cir-
cuitry 148 for measuring patient data. For example, circuitry
148 may comprise global positioning system (GPS) circuitry
to measure location of the patient. Alternatively or in com-
bination, circuitry 148 may comprise a pulsed oximeter
sensor to measure oxygen in the blood of the patient.
Circuitry 148 can be connected to processor to send the
patient data to the processor and the wireless communication
circuitry for transmission. For example circuitry 148 may
comprise GPS circuitry to send patient location such that the
patient can be located by hospital staff in response to the
GPS circuitry signal sent from the adherent device to
monitoring station.
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In many embodiments, electronics components 130 com-
prise wireless communications circuitry 132 to communi-
cate with remote center 106. The wireless communication
circuitry can be coupled to the impedance circuitry, the
electrocardiogram circuitry and the accelerometer to trans-
mit to a remote center with a communication protocol at
least one of the hydration signal, the electrocardiogram
signal or the inclination signal. In specific embodiments,
wireless communication circuitry is configured to transmit
the hydration signal, the electrocardiogram signal and the
inclination signal to the remote center with a single wireless
hop, for example from wireless communication circuitry
132 to intermediate device 102. The communication proto-
col comprises at least one of Bluetooth, ZigBee, WiFi,
WiMAX, IR, amplitude modulation or frequency modula-
tion. In many embodiments, the communications protocol
comprises a two way protocol such that the remote center is
capable of issuing commands to control data collection.

Intermediate device 102 may comprise a data collection
system to collect and store data from the wireless transmit-
ter. The data collection system can be configured to com-
municate periodically with the remote center. The data
collection system can transmit data in response to com-
mands from remote center 106 and/or in response to com-
mands from the adherent device.

Activity sensor and activity circuitry 134 can comprise
many known activity sensors and circuitry. In many embodi-
ments, the accelerometer comprises at least one of a piezo-
electric accelerometer, capacitive accelerometer or electro-
mechanical accelerometer. The accelerometer may
comprises a 3-axis accelerometer to measure at least one of
an inclination, a position, an orientation or acceleration of
the patient in three dimensions. Work in relation to embodi-
ments of the present invention suggests that three dimen-
sional orientation of the patient and associated positions, for
example sitting, standing, lying down, can be very useful
when combined with data from other sensors, for example
ECG data and/or bioimpedance data, for example a respi-
ration rate of the patient.

Impedance circuitry 136 can generate both hydration data
and respiration data. In many embodiments, impedance
circuitry 136 is electrically connected to electrodes 112A,
112B, 112C and 112D in a four pole configuration, such that
electrodes 112A and 112D comprise outer electrodes that are
driven with a current and comprise force electrodes that
force the current through the tissue. The current delivered
between electrodes 112A and 112D generates a measurable
voltage between electrodes 112B and 112C, such that elec-
trodes 112B and 112C comprise inner, sense, electrodes that
sense and/or measure the voltage in response to the current
from the force electrodes. In some embodiments, electrodes
112B and 112C may comprise force electrodes and elec-
trodes 112A and 112B may comprise sense electrodes. The
voltage measured by the sense electrodes can be used to
measure the impedance of the patient and determine the
respiration rate and/or hydration of the patient.

In many embodiments, an adherent patient device com-
prises an emergency notification switch operable by the
patient to trigger an emergency notification transmission
from the adherent patient device. For example, the electron-
ics circuitry 130 can comprise an emergency notification
button 149 that can be pressed by the patient to trigger the
transmission of an emergency notification by the wireless
communication circuitry 132. While the emergency notifi-
cation switch is shown as the emergency notification button
149, the emergency notification switch can take many forms,
for example, a mechanical switch, an electrical switch, an
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optical switch, a proximity sensor, a push button, a capaci-
tive sensor, or anything operable by the patient to generate
a signal so as to trigger a transmission of an emergency
notification from the adherent device. For example, the
emergency notification switch can be coupled to the pro-
cessor of the adherent device so as to generate an interrupt
request (hereinafter “IRQ)”) signal to activate and/or wake
up a micro-controller of the electronics circuitry 130 and so
as to trigger the emergency notification transmission from
the adherent patient device. The emergency notification
switch can be conveniently configured and located on the
adherent patient device so as to be easily operable by the
patient without being susceptible to nuisance activations due
to contact between the adherent patient device and another
object, for example, a hospital bed. For example, the emer-
gency button 149 can be located under a soft cover of the
adherent patient device and can be configured to activate in
response to a deliberate patient push on the button and not
activate in response to more incidental contact. A transmit-
ted emergency notification can be processed by the system
to generate an appropriate alert, for example, similar to the
generation of patient data based alerts described herein.

FIG. 1D1 shows an equivalent circuit 152 that can be used
to determine optimal frequencies for measuring patient
hydration. Work in relation to embodiments of the present
invention indicates that the frequency of the current and/or
voltage at the force electrodes can be selected so as to
provide impedance signals related to the extracellular and/or
intracellular hydration of the patient tissue. Equivalent cir-
cuit 152 comprises an intracellular resistance 156, or
R(ICW) in series with a capacitor 154, and an extracellular
resistance 158, or R(ECW). Extracellular resistance 158 is in
parallel with intracellular resistance 156 and capacitor 154
related to capacitance of cell membranes. In many embodi-
ments, impedances can be measured and provide useful
information over a wide range of frequencies, for example
from about 0.5 kHz to about 200 KHz. Work in relation to
embodiments of the present invention suggests that extra-
cellular resistance 158 can be significantly related extracel-
Iular fluid and to cardiac decompensation, and that extra-
cellular resistance 158 and extracellular fluid can be
effectively measured with frequencies in a range from about
0.5 kHz to about 20 kHz, for example from about 1 kHz to
about 10 kHz. In some embodiments, a single frequency can
be used to determine the extracellular resistance and/or fluid.
As sample frequencies increase from about 10 kHz to about
20 kHz, capacitance related to cell membranes decrease the
impedance, such that the intracellular fluid contributes to the
impedance and/or hydration measurements. Thus, many
embodiments of the present invention measure hydration
with frequencies from about 0.5 kHz to about 20 kHz to
determine patient hydration.

In many embodiments, impedance circuitry 136 can be
configured to determine respiration of the patient. In specific
embodiments, the impedance circuitry can measure the
hydration at 25 Hz intervals, for example at 25 Hz intervals
using impedance measurements with a frequency from about
0.5 kHz to about 20 kHz.

ECG circuitry 138 can generate electrocardiogram signals
and data from two or more of electrodes 112A, 112B, 112C
and 112D in many ways. In some embodiments, ECG
circuitry 138 is connected to inner electrodes 112B and
122C, which may comprise sense electrodes of the imped-
ance circuitry as described above. In some embodiments,
ECG circuitry 138 can be connected to electrodes 112A and
112D so as to increase spacing of the electrodes. The inner
electrodes may be positioned near the outer electrodes to
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increase the voltage of the ECG signal measured by ECG
circuitry 138. In many embodiments, the ECG circuitry may
measure the ECG signal from electrodes 112A and 112D
when current is not passed through electrodes 112A and
112D, for example with switches as described in U.S. App.
No. 60/972,527, the full disclosure of which has been
previously incorporated herein by reference.

FIG. 1E shows batteries 150 positioned over the flex
printed circuit board and electronic components as in FIG.
1D. Batteries 150 may comprise rechargeable batteries that
can be removed and/or recharged. In some embodiments,
batteries 150 can be removed from the adherent patch and
recharged and/or replaced.

FIG. 1F shows a top view of a cover 162 over the
batteries, electronic components and flex printed circuit
board as in FIGS. 1A to 1E. In many embodiments, an
electronics housing 160 may be disposed under cover 162 to
protect the electronic components, and in some embodi-
ments electronics housing 160 may comprise an encapsulant
over the electronic components and PCB. In some embodi-
ments, cover 162 can be adhered to adherent patch 110 with
an adhesive 164 on an underside of cover 162. In many
embodiments, electronics housing 160 may comprise a
water proof material, for example a sealant adhesive such as
epoxy or silicone coated over the electronics components
and/or PCB. In some embodiments, electronics housing 160
may comprise metal and/or plastic. Metal or plastic may be
potted with a material such as epoxy or silicone.

Cover 162 may comprise many known biocompatible
cover, casing and/or housing materials, such as elastomers,
for example silicone. The elastomer may be fenestrated to
improve breathability. In some embodiments, cover 162 may
comprise many known breathable materials, for example
polyester, polyamide, and/or elastane (Spandex). The
breathable fabric may be coated to make it water resistant,
waterproof, and/or to aid in wicking moisture away from the
patch.

FIG. 1G shows a side view of adherent patient device 100
as in FIGS. 1A to 1F. Adherent patient device 100 comprises
a maximum dimension, for example a length 170 from about
2 to 10 inches (from about 50 mm to about 250 mm), for
example from about 4 to 6 inches (from about 100 mm to
about 150 mm). In some embodiments, length 170 may be
no more than about 6 inches (no more than about 150 mm).
Adherent patient device 100 comprises a thickness 172.
Thickness 172 may comprise a maximum thickness along a
profile of the device. Thickness 172 can be from about 0.1
inches to about 0.4 inches (from about 5 mm to about 10
mm), for example about 0.3 inches (about 7.5 mm).

FIG. 1H shown a bottom isometric view of adherent
patient device 100 as in FIGS. 1A to 1G. Adherent patient
device 100 comprises a width 174, for example a maximum
width along a width profile of adherent patient device 100.
Width 174 can be from about 1 to about 4 inches (from about
25 mm to 100 mm), for example about 2 inches (about 50
mm).

FIGS. 11 and 1J show a side cross-sectional view and an
exploded view, respectively, of adherent patient device 100
as in FIGS. 1A to 1H. Device 100 comprises several layers.
Gel 114A, or gel layer, is positioned on electrode 112A to
provide electrical conductivity between the electrode and the
skin. Electrode 112A may comprise an clectrode layer.
Adherent patch 110 may comprise a layer of breathable tape
110T, for example a known breathable tape, such as tricot-
knit polyester fabric. An adhesive 116A, for example a layer
of acrylate pressure sensitive adhesive, can be disposed on
underside 110A of adherent patch 110.
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A gel cover 180, or gel cover layer, for example a
polyurethane non-woven tape, can be positioned over patch
110 comprising the breathable tape. A PCB layer, for
example flex printed circuit board 120, or flex PCB layer,
can be positioned over gel cover 180 with electronic com-
ponents 130 connected and/or mounted to flex printed circuit
board 120, for example mounted on flex PCB so as to
comprise an electronics layer disposed on the flex PCB
layer. In many embodiments, the adherent device may
comprise a segmented inner component, for example the
PCB may be segmented to provide at least some flexibility.
In many embodiments, the electronics layer may be encap-
sulated in electronics housing 160 which may comprise a
waterproof material, for example silicone or epoxy. In many
embodiments, the electrodes are connected to the PCB with
a flex connection, for example trace 123A of flex printed
circuit board 120, so as to provide strain relive between the
electrodes 112A, 112B, 112C and 112D and the PCB.

Gel cover 180 can inhibit flow of gel 114A and liquid. In
many embodiments, gel cover 180 can inhibit gel 114A from
seeping through breathable tape 110T to maintain gel integ-
rity over time. Gel cover 180 can also keep external mois-
ture, for example liquid water, from penetrating though the
gel cover into gel 114A while allowing moisture vapor from
the gel, for example moisture vapor from the skin, to
transmit through the gel cover.

In many embodiments, cover 162 can encase the flex PCB
and/or electronics and can be adhered to at least one of the
electronics, the flex PCB or adherent patch 110, so as to
protect at least the electronics components and the PCB.
Cover 162 can attach to adherent patch 110 with adhesive
116B. Cover 162 can comprise many known biocompatible
cover materials, for example silicone. Cover 162 can com-
prise an outer polymer cover to provide smooth contour
without limiting flexibility. In many embodiments, cover
162 may comprise a breathable fabric. Cover 162 may
comprise many known breathable fabrics, for example
breathable fabrics as described above. In some embodi-
ments, the breathable cover may comprise a breathable
water resistant cover. In some embodiments, the breathable
fabric may comprise polyester, nylon, polyamide, and/or
elastane (Spandex) to allow the breathable fabric to stretch
with body movement. In some embodiments, the breathable
tape may contain and elute a pharmaceutical agent, such as
an antibiotic, anti-inflammatory or antifungal agent, when
the adherent device is placed on the patient.

The breathable cover 162 and adherent patch 110 com-
prise breathable tape can be configured to couple continu-
ously for at least one week the at least one electrode to the
skin so as to measure breathing of the patient. The breathable
tape may comprise the stretchable breathable material with
the adhesive and the breathable cover may comprises a
stretchable water resistant material connected to the breath-
able tape, as described above, such that both the adherent
patch and cover can stretch with the skin of the patient.
Arrows 182 show stretching of adherent patch 110, and the
stretching of adherent patch can be at least two dimensional
along the surface of the skin of the patient. As noted above,
connectors 122A, 122B, 122C and 122D between PCB 130
and electrodes 112A, 112B, 112C and 112D may comprise
insulated wires that provide strain relief between the PCB
and the electrodes, such that the electrodes can move with
the adherent patch as the adherent patch comprising breath-
able tape stretches. Arrows 184 show stretching of cover
162, and the stretching of the cover can be at least two
dimensional along the surface of the skin of the patient.
Cover 162 can be attached to adherent patch 110 with
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adhesive 116B such that cover 162 stretches and/or retracts
when adherent patch 110 stretches and/or retracts with the
skin of the patient. For example, cover 162 and adherent
patch 110 can stretch in two dimensions along length 170
and width 174 with the skin of the patient, and stretching
along length 170 can increase spacing between electrodes.
Stretching of the cover and adherent patch 110, for example
in two dimensions, can extend the time the patch is adhered
to the skin as the patch can move with the skin such that the
patch remains adhered to the skin. Electronics housing 160
can be smooth and allow breathable cover 162 to slide over
electronics housing 160, such that motion and/or stretching
of cover 162 is slidably coupled with housing 160. The
printed circuit board can be slidably coupled with adherent
patch 110 that comprises breathable tape 1107, such that the
breathable tape can stretch with the skin of the patient when
the breathable tape is adhered to the skin of the patient, for
example along two dimensions comprising length 170 and
width 174. Electronics components 130 can be affixed to
printed circuit board 120, for example with solder, and the
electronics housing can be affixed over the PCB and elec-
tronics components, for example with dip coating, such that
electronics components 130, printed circuit board 120 and
electronics housing 160 are coupled together. Electronics
components 130, printed circuit board 120, and electronics
housing 160 are disposed between the stretchable breathable
material of adherent patch 110 and the stretchable water
resistant material of cover 160 so as to allow the adherent
patch 110 and cover 160 to stretch together while electronics
components 130, printed circuit board 120, and electronics
housing 160 do not stretch substantially, if at all. This
decoupling of electronics housing 160, printed circuit board
120 and electronic components 130 can allow the adherent
patch 110 comprising breathable tape to move with the skin
of the patient, such that the adherent patch can remain
adhered to the skin for an extended time of at least one week,
for example two or more weeks.

An air gap 169 may extend from adherent patch 110 to the
electronics module and/or PCB, so as to provide patient
comfort. Air gap 169 allows adherent patch 110 and breath-
able tape 110T to remain supple and move, for example
bend, with the skin of the patient with minimal flexing
and/or bending of printed circuit board 120 and electronic
components 130, as indicated by arrows 186. Printed circuit
board 120 and electronics components 130 that are separated
from the breathable tape 110T with air gap 169 can allow the
skin to release moisture as water vapor through the breath-
able tape, gel cover, and breathable cover. This release of
moisture from the skin through the air gap can minimize,
and even avoid, excess moisture, for example when the
patient sweats and/or showers.

The breathable tape of adherent patch 110 may comprise
a first mesh with a first porosity and gel cover 180 may
comprise a breathable tape with a second porosity, in which
the second porosity is less than the first porosity to mini-
mize, and even inhibit, flow of the gel through the breathable
tape. The gel cover may comprise a polyurethane film with
the second porosity.

In many embodiments, the adherent device comprises a
patch component and at least one electronics module. The
patch component may comprise adherent patch 110 com-
prising the breathable tape with adhesive coating 116A, at
least one electrode, for example electrode 114A and gel 114.
The at least one electronics module can be separable from
the patch component. In many embodiments, the at least one
electronics module comprises the flex printed circuit board
120, electronic components 130, electronics housing 160
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and cover 162, such that the flex printed circuit board,
electronic components, electronics housing and cover are
reusable and/or removable for recharging and data transfer,
for example as described above. In many embodiments,
adhesive 116B is coated on upper side 110A of adherent
patch 110B, such that the electronics module can be adhered
to and/or separated from the adhesive component. In specific
embodiments, the electronic module can be adhered to the
patch component with a releasable connection, for example
with Velero™, a known hook and loop connection, and/or
snap directly to the electrodes. Two electronics modules can
be provided, such that one electronics module can be worn
by the patient while the other is charged, as described above.
Monitoring with multiple adherent patches for an extended
period is described in U.S. Pat. App. No. 60/972,537, the full
disclosure of which has been previously incorporated herein
by reference. Many patch components can be provided for
monitoring over the extended period. For example, about 12
patches can be used to monitor the patient for at least 90 days
with at least one electronics module, for example with two
reusable electronics modules.

At least one electrode 112A can extend through at least
one aperture 180A in the breathable tape 110 and gel cover
180.

In some embodiments, the adhesive patch may comprise
a medicated patch that releases a medicament, such as
antibiotic, beta-blocker, ACE inhibitor, diuretic, or steroid to
reduce skin irritation. The adhesive patch may comprise a
thin, flexible, breathable patch with a polymer grid for
stiffening. This grid may be anisotropic, may use electronic
components to act as a stiffener, may use electronics-
enhanced adhesive elution, and may use an alternating
elution of adhesive and steroid.

Second adherent patient device 100J and third adherent
patient device 100A may comprise components similar to
adherent patient device 100, described above. The processor
of adherent patient device 100, described above may com-
prise a system controller to control communication and/or
actions of first adherent patient device 100J and second
device 100A, for example data collection and transmission.
In many embodiments, data collected from second adherent
patient device 100] and third adherent patient device 100A
is sent wirelessly to device 100, which device 100 transmits
the data to the intermediate device. In some embodiments,
adherent patient device 100, second adherent patient device
100J and third adherent patient device 100A can each
communicate data wirelessly with the intermediate device
and may each receive instructions from the intermediate
device.

FIG. 1K shows at least one electrode 190 configured to
electrically couple to a skin of the patient through a breath-
able tape 192. In many embodiments, at least one electrode
190 and breathable tape 192 comprise electrodes and mate-
rials similar to those described above. Electrode 190 and
breathable tape 192 can be incorporated into adherent
devices as described above, so as to provide electrical
coupling between the skin an electrode through the breath-
able tape, for example with the gel.

FIG. 1L shows a plurality of adherent patch devices
simultaneously adhered to the patient. The plurality of
adherent patient devices simultaneously adhered to the
patient may comprise a first adherent patient device similar
to adherent device 100 described above, for example adher-
ent patient device 100A1 and a second adherent patient
device similar to adherent device 100, for example adherent
device 100A2. The first adherent device 100A1 and the
second adherent device 100A2 are shown adhered to first
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side S1 and second side S2, respectively, of patient P, such
that first adherent device 100A1 is adhered opposite to
second adherent device 100A2 across midline M of patient
P, with each adherent device placed on opposing sides of the
patient. Adherent device 100A1 measures a first vector
100A1V, for example an electrocardiogram vector with at
least two electrodes of adherent device 100A1. Adherent
device 100A2 measures a second vector 100A2V, for
example an electrocardiogram vector with at least two
electrodes of adherent device 100A2.

The adherent devices can transmit the first vector and the
second vector to the gateway in many ways. For example
each of the simultaneously adhered adherent devices can
transmit the vector data with direct pairing of each adherent
device to one or more of the gateways, as described above.
The adherent devices may also pair among them selves. For
example adherent device 100A2 can pair with adherent
device 100A1 to transmit vector 100A2V to adherent device
100A1, and adherent device 100A1 can pair with one or
more of the gateways, as described above, to transmit vector
100A1 and vector 100A2.

FIG. 2 shows a method 200 of monitoring patient. A step
205 admits the patient to the hospital, for example to the
general ward of the hospital. A step 210 assigns a unique
patient identifier to the patient, for example a unique hexa-
decimal serial number. A step 215 assigns an adherent device
with a unique adherent device identifier to the patient. The
unique adherent device identifier may comprise a serial
number, for example a hexadecimal serial number. The
assigned adherent device may also comprise an emergency
notification switch (as described above) that can be operated
by the patient to trigger an emergency notification transmis-
sion from the adherent device. A step 220 associates the
unique device identifier with the patient, for example with
the unique patient identifier, such that the unique device
identifier corresponds to at least one of the patient or the
unique patient identifier. A step 225 adheres the adherent
patient device with the unique adherent device identifier to
the patient. Additional adherent devices can be adhered to
the patient. A step 230 pairs the adherent local device with
the local processor system, for example with a hand held
device of the local processor system, and transmits the
unique adherent device identifier to the local processor
system. A step 235 assigns at least one of the patient or the
adherent device to a bed of the hospital, for example assigns
both. The patient can be assigned to the bed based on the
unique patient identifier, and the adherent device can be
assigned to the bed based on the unique adherent device
identifier. A step 240 assigns at least one of the patient or the
adherent device to one or more of the gateways, and this
assignment can be based on the unique device identifier and
the unique gateway identifier. For example, both the adher-
ent device and the patient can be assigned to each of the
gateways on one side of the ward, as described above, so as
to transmit patient data and determine the location of the
patient when the patient wanders about the ward. A step 245
updates a list of approved patient devices and patients so as
to include the adherent device adhered to the patient and the
patient. The list may also include the gateways assigned to
the adherent device. A step 250 transmits the list of approved
patient devices and patients to the gateways. The list can be
transmitted to the gateways in many ways. For example the
list can be subdivided into portions and the relevant portion
of the list for each gateway can be transmitted to the
corresponding gateway. This use of lists can regulate the
pairing of gateways and improve throughput, as explained
below.
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A step 255 customizes the alerts. The alerts can be
customized in many ways so as to suit the health condition
and personal circumstances of each individual patient. The
alerts can also be customized to provide an appropriate alert
for each individual patient corresponding to a patient-initi-
ated emergency notification transmission from the patient’s
adherent device. A sub-step 255A can determine the alert
targets. The alert targets can comprise many appropriate
targets, for example the treating physician present in the
hospital, an attending specialist who is present at the hos-
pital, a resident physician specialist who is present at the
hospital, a referring physician located outside the hospital, a
primary care physician located outside the hospital, nurses at
the monitoring station, ICU personnel, and a family mem-
ber. A step 255 determines the contact information for the
alerts, for example at least one of a pager number, an email
address or a phone number. The contact information may
already be loaded into a hospital directory. The contact
information and targets can be automatically updated based
on the time and date and known schedule of hospital
personnel, for example the pager number of the attending
cardiologist can be automatically updated when the rotation
changes and a new attending cardiologist checks in with the
hospital, such that the alerts are automatically directed to the
new cardiologist when the rotation changes.

A step 255C determines the alert triggers. The alert
triggers can be customized based on the patient condition,
and the alert target can be determine in response to the
patient condition that triggers the alert. The special condition
of the patient may comprise at least one of a cardiac
condition, a kidney condition or a fetal condition, and the
attending specialist may comprise at least one of an attend-
ing cardiologist, an attending nephrologist or an attending
obstetrician, respectively. For example, with a patient admit-
ted with a heart problem, such as tachycardia, the alerts
triggers can be customized to detect heart trouble, such as
from the EEG signal and to notify the attending cardiologist.
For a patient admitted with kidney trouble, the alert trigger
can be set to an attending nephrologist in response to patient
hydration. The alert triggers can also be customized based
on physician input, for example a threshold can be adjusted
by the physician such that the attending physician or a
resident can be notified when the threshold is crossed.

The alert triggers determined in step 255C may comprise
alert triggers determined in response to patient data mea-
sured from sensors of the adherent device. For example, the
adherent device may comprise a three axis accelerometer, as
described above, and the alert can be triggered in response
to a fall of the patient. The adherent device may comprise
impedance circuitry to measure respiration, as described
above, and the alert may be triggered in response to respi-
ratory distress of the patient. The adherent device may
comprise a pulsed oximeter to measure patient blood oxygen
amounts, for example saturation, and the alert may be
triggered in response to oxygen distress of the patient.

The alert triggers determined in step 255C may comprise
alert triggers determined in response to a patient-initiated
emergency notification transmitted from the adherent
device. For example, a patient-initiated emergency notifica-
tion can trigger an alert that notifies health-care professional
to check in on the patient. Alert triggers can also be
determined in response to both a patient-initiated emergency
notification transmission and patient data measured by the
adherent patient device so that an alert of appropriate
urgency can be generated when a patient-initiated emer-
gency notification is accompanied by patient data indicative
of a serious patient condition.
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The patient can be sent into the general ward and data
collected. A step 260 sends the patient into the general ward
of the hospital. The patient can be free to move about the
hospital. A step 265 measures patient data, for example
when the device is adhered to the patient. The measured
patient data may comprise many kinds of patient, for
example as described above. A step 270 transmits the
measured patient data and/or any patient-initiated emer-
gency notification from the adherent device to the gateway.
The data and/or patient-initiated emergency notification can
be transmitted with the unique device identifier, such that the
patient from whom the data were measured and/or from
whom the notification was received can be determined when
the data and/or notification arrives at the front end server and
the back end server. A step 275 transmits the patient data
and/or notification from the gateway to the front end server.
The data and/or notification can be transmitted from the
gateway to the front end server with the unique gateway
identifier. The front end server may comprise at least one
display of the monitoring station, as for example the nurses’
monitoring station as described above. A step 280 processes
time critical data and/or notification. The front end server
can be configured to detect an immediate life threatening
condition of the patient. As examples, the immediate life
threatening condition may comprise at least one of an
immediate life threatening heart condition or an immediate
life threatening fetal condition. For example, patient vital
signs can be processed to determine when the patient
requires resuscitation. A step 285 determines the patient
location in response to the unique patient identifier and the
unique gateway identifier. A step 290 issues an alert from the
front end server with the patient location in response to the
time critical patient data and/or notification. For example, an
alert can be sent to the attending cardiologist in response to
patient tachycardia.

A step 292 transmits the patient data and/or notification
from the front end server to the back end server. The patient
data and/or notification sent to the back end server may
comprise critical patient data and/or notification that is not
time critical, for example data that changes slowly with time
such as patient hydration data. The back end server can be
configured to detect a non-immediate life threatening con-
dition, for example a slight increase in hydration of the
patient that is not life threatening. The patient data sent to the
back end server may also comprise time critical patient data
sent to the back end server for processing with the non-time
critical data. A step 294 processes the patient data and/or
notification at the back end server. A step 296 issues an alert
from the back end server in response to the patient data
and/or notification. For example, a change in patient hydra-
tion status can be sent to an attending nephrologist for a
patient who is treated with dialysis. The alert from the back
end server may comprise an alert indicating that that patient
is at risk for an impending cardiac decompensation, for
example when patient hydration increases.

Method 200 can be used during the admission of addi-
tional patients to the hospital, and the above steps can be
repeated as additional patients are admitted to the hospital.

It should be appreciated that the specific steps illustrated
in FIG. 2 provide a particular method of monitoring a
patient, according to some embodiments of the present
invention. Other sequences of steps may also be performed
according to alternative embodiments. For example, alter-
native embodiments of the present invention may perform
the steps outlined above in a different order. Moreover, the
individual steps illustrated in FIG. 2 may include multiple
sub-steps that may be performed in various sequences as
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appropriate to the individual step. Furthermore, additional
steps may be added or removed depending on the particular
applications. One of ordinary skill in the art would recognize
many variations, modifications, and alternatives.

FIG. 3 shows a method 300 of monitoring at least one
patient, for example a plurality of patients. Method 300 can
be performed with the monitoring system described above,
and method 300 can fully incorporate the entirety of method
200, as described above, and with a plurality of patients
admitted to the hospital in accordance with method 200. A
step 305 adheres a monitoring device to a patient. Each of
the patient worn devices may be similar to adherent patient
device 100 as described above. A step 310 measures patient
data, for example, the parameters described above. The
patient worn device performs a step 315 to transmit a unique
identifier, such as a serial number, to an intermediate device,
for example, a gateway or intermediate device 102 as
described above. The identifier may be transmitted via, for
example, a wireless connection, a cellular connection, a
ZigBee connection, a BlueTooth connection, an Internet
connection, an intranet connection, a wire connection, a
cable connection or the like. The patient worn device
performs a step 320 to request pairing with the gateway or
intermediate device. Often, the gateway or intermediate
device may include a list and/or range of allowed devices,
patients, and/or device serial numbers, for instance an
approved patient list, as previously described. The gateway
or intermediate device performs a step 325 to receive the
approved patient list. The gateway or intermediate device
performs a logic step 330 in which a sub-step 335 deter-
mines whether the identifier is in the approved patient list
and/or within the range of allowed devices. If the identifier
is not in the approved patient list or within the range of
allowed devices, the gateway or intermediate device per-
forms step 340 which excludes communication between the
patient worn device with the identifier in question and the
gateway. If the identifier is in the approved patient list or
within the range of allowed devices, the gateway or inter-
mediate device performs step 345 which allows pairing or
paired communication between the gateway and the patient
worn device. If pairing is allowed, patient worn device
performs a step 350 to exchange a link key between the
patient worn device and the gateway or intermediate device.
A step 344 pairs the patient device with the gateway. The
exchanged link key allows the patient worn device to pair
with the gateway in step 355. The patient worn device
performs a step 360 to encrypt the patient data. The patient
worn device performs a step 365 to transmit the encrypted
patient data to the gateway or intermediate device. The
gateway or intermediate device receives the encrypted
patient data in a step 370 and decrypts the encrypted patient
data in a step 375. The exchanged link key may enable the
gateway or intermediate device to decrypt the patient data.
The gateway or intermediate device performs a step 380
which transmit the patient data to a server at the monitoring
station and may transmit the patient data to a backend server
or system at a remote center and/or site as previously
described. The patient data may also be decrypted by server
or the backend server or system and transmitted as encrypted
data from the patient worn device to the gateway or inter-
mediate device to server or the backend server or system.
The approved patient list may be updated by the backend
system or server with a step 385. Once the approved device
list or range of allowed device serial number has been
updated, the backend system or server performs a step 390
to send the updated approved patient or device list or range
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of allowed devices to a gateway or intermediate device.
Gateway or intermediate device may then repeat logic step
330.

It should be appreciated that the specific steps illustrated
in FIG. 3 provide a particular method of monitoring a
patient, according to an embodiment of the present inven-
tion. Other sequences of steps may also be performed
according to alternative embodiments. For example, alter-
native embodiments of the present invention may perform
the steps outlined above in a different order. Moreover, the
individual steps illustrated in FIG. 3 may include multiple
sub-steps that may be performed in various sequences as
appropriate to the individual step. Furthermore, additional
steps may be added or removed depending on the particular
applications. One of ordinary skill in the art would recognize
many variations, modifications, and alternatives.

While the exemplary embodiments have been described
in some detail, by way of example and for clarity of
understanding, those of skill in the art will recognize that a
variety of modifications, adaptations, and changes may be
employed. Hence, the scope of the present invention should
be limited solely by the appended claims.

What is claimed is:

1. A system to monitor a plurality of patients, the system
comprising:

a plurality of patient devices, each patient device com-
prising identifying information and wireless commu-
nication circuitry, said each device configured to mea-
sure patient data and to transmit the patient data via the
wireless communication circuitry;

a local processor system comprising a tangible medium
and at least one display disposed at a monitoring
station, the local processor system configured to
receive the patient data and display the patient data to
a user at the monitoring station; and

a plurality of gateways configured to receive the patient
data from the wireless communication circuitry and
transmit the patient data to the local processor system,
wherein each of the plurality of gateways includes an
approved device list that identifies those patient devices
allowed to communicate with each of the plurality of
gateways, wherein patient devices are paired with one
or more gateways by communicating identifying infor-
mation that is compared with the approved device list
by gateways within range of the patient device.

2. The system of claim 1, wherein the identifying infor-
mation provided by a patient device includes a device serial
number and wherein the approved patient device list
includes a list of device serial numbers.

3. The system of claim 1, wherein the identifying infor-
mation includes a device identification number, and wherein
the approved patient device list includes a range of device
identification numbers.

4. The system of claim 1, wherein the approved patient
device list is dynamically updated by the local processor
system to add and/or remove approved patient devices from
the list.

5. The system of claim 4, wherein the approved patient
device list is updated in response to a new patient device
being attached or otherwise associated to the patient.

6. The system of claim 1, wherein one or more of the
plurality of gateways are configured to establish a mesh
network with one another, wherein communication between
a patient device and the local processor system includes
communication hops between two or more gateway devices.

7. The system of claim 6, wherein each of the plurality of
gateways include device identifiers and wherein the
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approved patient device list includes approved gateway
device identifiers to maintain integrity of the mesh network.

8. The system of claim 1, wherein one or more of the
plurality of gateways are mobile gateways that are affixed
and/or attached to a patient.

9. The system of claim 8, wherein the patient device
includes a global positioning system (GPS) device that
allows position information to be affixed to patient data
communicated to the local processor system.

10. The system of claim 1, wherein the plurality of patient
devices provide data transmission hops from on adherent
device to a neighboring or intermediate patient device before
being provided to the local processor system via one or more
of the plurality of gateways.

11. The system of claim 10, wherein unique identifying
information associated with each patient device is appended
to the patient data to allow location information of the
patient to be determined.

12. The system of claim 11, wherein the local processor
system utilizes unique identifying information associated
with the patient device, any intermediate patient devices,
and gateways used to communicate patient data to the local
processor system to determine location of the patient.

13. A method of monitoring plurality of patients, the
method comprising:

adhering one or more patient devices comprising wireless

communication circuitry to a patient to measure patient
data, wherein each patient device includes unique iden-
tifying information;

modifying an approved device list that identifies those

patient devices allowed to communicate patient infor-
mation to a local processor system;

communicating the modified approved device list to one

or more gateway devices; and

receiving at the gateway a pairing request from the one or

more patient device, wherein the gateway compares
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identifying information received from the patient
device to the modified approved device list to deter-
mine whether communications from the patient device
should be accepted and communicated to the local
processor system.

14. The method of claim 13, wherein the unique identi-
fying information is a device serial number and wherein the
approved patient device list is modified to include device
serial numbers associated with those provided to the patient.

15. The method of claim 13, wherein the unique identi-
fying information is a device identification number, and
wherein the approved patient device list is modified to
include a range of device identification numbers associated
with a plurality of patient devices provided to a patient for
use over an extended period of time.

16. The method of claim 13, further including communi-
cating patient data from the patient device to the local
processor system via the paired gateway.

17. the method of claim 16, wherein the patient device is
configured to dynamically change the route the patient data
takes to the local processor system as the patient location
changes by creating a pairing with one or more other
gateways.

18. The method of claim 16, wherein unique identifying
information associated with the patient device and the paired
gateway is appended to the patient data, wherein the local
processor system determines location of the patient based on
the appended identifying information.

19. The method of claim 16, wherein the paired gateway
is attached or otherwise affixed to the patient to allow the
paired gateway to move with the patient.

20. The method of claim 19, wherein the paired gateway
communicates indirectly with the local processor system via
one or more intermediate gateways.
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